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SEC:

It is important that this proposal be rejected on grounds relating to both hacking, 
and more importantly reverse-hacking.

Spot Bitcoin and Ether publicly listed ETFs have well-known hacking 
vulnerabilities. Losses can occur on any decentralized or centralized  platform 
whether spot crypto is in transit or dormant.  Because of the nature of the assets, 
their trading and systems (poor or no compliance, poor controls, and little to no 
regulatory oversight), there's generally little or no remedy for a hack or loss.

Here the sponsor does nothing to address losses in custody or otherwise, merely 
disclosing that the average ETF investors will wear this risk - there's no way the 
average retail investor has any ability to evaluate, hedge or prepare for this risk 
transfer.

If the sponsor guarantees the provenance of all of the coins/tokens with some 
riskless collateral or escrow arrangement, maybe this works.

An even bigger risk seemingly missed by everyone is crypto provenance. That is, if 
the Trust owns crypto, how are we sure that those coins or tokens are not the 
product of an alleged hack from months or years earlier, only for the crypto to be 
"reverse hacked" out of the Trust's assets on the instructions of a U.S. or foreign 
court order. This reverse theft has happened a number of times, but is kept silent 
by crypto operators and their counsel.

One of the largest hacks was conducted by a combination of Oasis and Summerfi 
and based on a yet to  be released UK court order.

Sincerely,

Hobby….
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