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Déar Mr. Aaronson:

_ This is in response to your letters dated January 14, 2010 and February 24, 2010
concemlng the shareholder proposal submitted to Comcast by the New York City '
Employees’ Retirement System, the New York City Teachers’ Retirement System, the
New York City Police Pension Fund, the New York City Fire Department Pension Fund,
the New York City Board of Education Retirement System, and Trillium Asset
Management Corporation on behalf of Louise Rice. We also have received letters from
the Office of the Comptroller of New York City dated February 19, 2010 and
March 3, 2010. Our response is attached to the enclosed photocopy of your
. correspondence.” By doing this, we avoid having to recite or summarize the facts set forth
in the correspondence. Copies of all of the correspondence also will be provided to the

" proponents.

. In connection wnh this matter your attention is directed to the enclosure which
sets forth a brief discussion of the Division’s informal procedures regarding shareholder

‘proposals.

Sincerely,

Heather L. Maples
Senior Special Counsel

Enclosures
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CC:

Janice Silberstein v
Associate General Counsel
The City of New York
Office of the Comptroller

1 Centre Street, Room 602
New York, NY 10007-2341

Jonas Kron

Senior Social Research Analyst
Trillium Asset Management Corporation
711 Atlantic Avenue

Boston, MA 02111-2809



March 18, 2010

Response of the Office of Chief Counsel
- Division of Corporation Finance

Re:  Comcast Corporation
Incoming letter dated January 14, 2010

The proposal requests a report on the merits of the board publicly adopting a set
of guiding principles for the company to promote a free and open Internet.

There appears to be some basis for your view that Comcast may exclude the
proposal under rule 14a-8(i)(7), as relating to Comcast’s ordinary business operations.
We note that the proposal relates to Comcast’s network management techniques. In
addition, in our view, the proposal does not focus on a significant social policy issue.
Accordingly, we will not recommend enforcement action to the Commission if Comcast
omits the proposal from its proxy materials in reliance on rule 14a-8(i)(7). In reaching
this position, we have not found it necessary to address the alternative bases for omission
upon which Comcast relies.

Sincerely,

~ Jan Woo
Attorney-Adviser



- _. ..~ DIVISION OF CORPORATION FINANCE '

. INFORMAL PROCEDURES REGARDING SHAREHOLDER PROPOSALS

‘ The Division of Corporation Finance believes that its reéponsibi[ity with‘fes‘pcqt to
matters arising under Rule 14a-8 [17 CFR 240.142-8], as with other matters under the proxy

" rules, is to aid those who must comply with the rule by offering informal advice and suggestions
and to deterzhir_lg', initially, whether or not it ‘may be appropriate in a particular matter to - '

. Although Rule I4a-8_(k) does not require any communications from shareholders to the
-Commission’s staff, the staff will always consider information concerning alleged violations of
" the statufes administered by the Commission, including argument as to whether or pot activities
proposed to be taken would be violative of the statute orrule involved. The receipt by the staff
" of such information, however, should not be construed as changing the staff’s informal

procedures and proxy review into a formal or adversary procedure.

L Itis important. to note that the staff’s and Commiission’s no-action responses to .
Rule 14a-8(j) submissions reflect only informal views. The determinations reached in these no-

“action letters do not and cannot adjudicate the merits of a company’s position with. respect to the
proposal. Only a court such as a U.S. District Court can decide whether a company is obligated
to include shareholder proposals in its proxy materials. Accordingly a discretionary -

. detérmination_ not to recommend or take Commission enforcement action, does not. preclude a
ﬁrbpqne'nt, or any shareholder of a company, from pursuing any rights he or she may have against

“the company in court, should the management oniit the proposal from the company’s proxy
material. : C '



THE CITY OF NEW YORK
OFFICE OF THE COMPTROLLER
1 CENTRE STREET
NEW YORK, N.Y. 10007-2341

John C. Liu
COMPTROLLER

BY EMAIL AND EXPRESS MAIL

March 3, 2010

Securities and Exchange Commission
_Division of Corporation Finance
Office of the Chief Counsel

100 F Street, N.E.

Washington, D.C. 20549

Re: Comcast Corporation
Shareholder Proposal submitted by the New York City Pension Funds

To Whom It May Concern:

This letter is a reply on behalf of the New York City Pension Funds to the letter dated
February 24, 2010 that Comcast Corporation ("Comcast" or "the Company") submitted in
further support of its January 14, 2010 no-action request.

Regarding the Company’s argument for exclusion under Rule 14a-8(1)(7), contrary to
Comcast’s claim, the subject Proposal and the proposal that the Funds submitted in 2009
clearly do not share the same focus. The current Proposal calls for Comcast’s Board to
prepare a report on the merits of publicly adopting a set of guiding principles for the
Company to promote a free and open Internet, and urges the Board to consider, inter alia,
Internet principles adopted by the FCC, Global Network Initiative principles and the
Universal Declaration of Human Rights in developing these guiding principles. The prior
proposal was markedly dissimilar -- it requested a report examining the effects of Comcast
Internet network management practices in the context of the significant public policy
concerns regarding the public's expectations of privacy and freedom of expression on the
Internet. The prior proposal, therefore, should hold no precedential value or have any
persuasive effect on the Commission. In addition, the plain language of the Proposal belies
the Company’s argument that the Funds are seeking Comcast’s involvement in the active
political, legislative and regulatory process with respect to regulation of the Internet and the
operation of its broadband network. Rather, a plain reading demonstrates that the Proposal
is designed to deal with the significant social policy issue of a free and open Internet, the
subject of ever-expanding governmental, media, commercial and public interest group
attention. The three no-action letters cited by Comcast in its January 14 and February 24,
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2010 no-action requests offer no support as they bear no factual comparison to the Proposal
and are therefore, irrelevant.!

On its Rule 14a-8(i)(10) point, Comcast simply repeats its meritless argument that
through its current disclosures, it has implemented the essential objectives of the Proposal.
The three no-action letters Comcast cites in its January 14 and February 24, 2010 letters
are easily distinguishable.? In each of those cases, the company took action which
corresponded closely to the action requested by the proposal, so as to ciearly achieve the
proposal’s fundamental objectives.

Based on the foregoing and the reasons stated in our February 19, 2010 letter, the
Funds respectfully reiterate that the Company's request for "no-action” relief should be
denied. Should you have any questions or require any additional information, please
contact me.

Sincerely,

Janice Silberstein
Associate General Counsel

New York City Comptroller's Office
1 Centre Street, Room 602

New York, NY 10007

(212) 669-3163

Fax (212) 815-8639
isilber@comptrotier.nyc.gov

cc: William H. Aaronson, Esg.
Davis Potk & Wardwel! LLP
450 Lexington Avenue
New York, NY 10017

1 General Motors Corporation (April 7, 2006); Verizon Communications, Inc. (January 31, 2006);
Electronic Data Systems Corporation (March 24, 2000).

2 ConAgra Foods, Inc. (July 3, 2006); The Talbots, Inc. (April 5, 2002); The Gap (March 16, 2001), Kmart
Corporation (February 2, 2000).
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William H. Aaronson

Davis Polk & Wardwell LLP 212 450 4397 tel
450 Lexington Avenue 212 701 5397 fax
New York, NY 10017 william7aaronson@davispolk.com

February 24, 2010

Re: Shareholder Proposals Submitted Aby The Office of the Comptroller of
the City of New York and Trillium Asset Management Corporation

Office of Chief Counsel

Division of Corporate Finance

Securities and Exchange Commission

100 F Street NE

Washington, D.C. 20548

via email: shareholderproposals@sec.dov

Ladies and Gentlemen:

On behalf of our client, Comcast Corporation (the "Company”), we write to supplement
our letter of January 14, 2010 (the “Letter”), relating to the proposal (the “Proposal”) submitted
by The Office of the Comptroller of the City of New York, on behalf of the New York City
Employees’ Retirement System, the New York City Police Pension Fund, the New York City Fire
Department Pension Fund and the New York City Board of Education Retirement System (the
“Proponent”} and Trillium Asset Management Corporation, on behalf of Ms. Louise Rice. Inthe
Letter, we notified the Securities and Exchange Commission (the “Commission”) of the
Company’s intention to omit the Proposal and related supporting statement from the Company’s
proxy statement and form of proxy for the Company’s 2010 Annual Meeting of Shareholders
(collectively, the “2010 Proxy Materials”) on the grounds set forth in Rule 14a-8(i)(7) and Rule
142-8(i)(10) and requested that the Staff of the Division of Corporation Finance (the “Staff’)
confirm that it will not recommend any enforcement action to the Commission if Comcast omits
the Proposal and related supporting statement from its 2010 Proxy Materials. In response to the
Letter, the Proponent submitted a letter dated February 19, 2010 to the Commission (the
“Response Letter’). We now submit this letter in reply to the Response Letter.

Omission on the basis of Rule 14a-8(i)}(7): Ordinary Business Operations

The Proponent’s attempt to distinguish the Proposal from the proposal submitted last
year by the Proponent relating to Comcast's network management practices (the “Prior
Proposal”), which the Staff concluded was excludable pursuant to Rule 14a-8(i)(7), is not
persuasive. The Prior Proposal would have called for the Board to prepare a report that
“examin[ed] the effects of the company’s Internet network management practices in the context

(NY) 05726/016/2010PROXY/SHAREHOLDER.PROPS/NY COMPTROLLER/nycomp:response.doc



Office of Chief Counsel 2 : February 24, 2010

of the significant public policy concemns regarding the public’s expectations of privacy and
freedom of expression on the Internet.” Similarly, the Proposal requests that “the board prepare
a report for shareholders . . . on the merits of the board publicly adopting a set of guiding
principles for the company to promote a free and open intemet.” Both the Proposal and the Prior
Proposal clearly focus on Comcast’s network management practices in the context of freedom of
expression on the Internet. To the extent the Proposal differs from the Prior Proposal, it still
clearly implicates Comcast's ordinary business operations.

The Proponent also attempts to argue that the Proposal relates to significant social policy
issues and is therefore not excludable pursuant to Rule 14a-8(i)(7). Comcast believes that,
regardless of whether the Proposal touches upon a significant social policy issue, it is excludable
because its subject matter does not, unlike other issues considered by the Commission (such-as
CEO succession planning), “transcend[] the day-to-day business matters of the company.” Staff
Legal Bulletin No. 14E (CF), Shareholder Proposals (October 27, 2009).  Exchange Act Release
No. 20091 (Aug. 16, 1983) clearly states that when a proposal seeks a report, “the Staff will
consider whether the subject matter of the special report . . . involves a matter of ordinary
business; where it does, the proposal will be excludable under” current Rule 14a-8(i}(7). As
previously articulated, Comcast's network management and its impact on Internet users,
particularly with respect to freedom of expression, are clearly within the realm of Comcast’s
ordinary business operations. A report describing such practices is excludable pursuant to Rule
14a-8(i)(7) because its content would not transcend Comcast's day-to-day business operations.

Furthermore, the Response Letter fails {o explain how the Proposal would not
impermissibly impact Comcast’s involvement in the active political, legislative and regulatory
process with respect to regulation of the Internet and the operation of its broadband network.
See General Motors Corporation (April 7, 2008); Verizon Communications, Inc. (January 31,
2006); and Electronic Data Systems Corporation (March 24, 2000).

Omission on the basis of Rule 14a-8(i)(10): Substantial Implementation

As discussed in the Letter and as evidenced by the various Exhibits thereto, Comcast
believes that through its current disclosures it has implemented the essential objectives of the
Proposal. According to the Commission, the exclusion provided for in Rule 14a-8(1)(10) “is
designed to avoid the possibility of shareholders having to consider matters which already have
been favorably acted upon by management.” See Exchange Act Release No. 34-12598 (July 7,
1976). The Staff has consistently taken the position that when a company already has policies -
and procedures in place relating to the subject matter of the proposal or has implemented the
essential objectives of the proposal, the shareholder proposal has been substantially
implemented and may be excluded pursuant to Rule 14a-8(i)(10). See ConAgra Foods, Inc.
(July 3, 2006); The Talbots, Inc. (April 5, 2002); The Gap, inc. (March 16, 2001) and Kmart
Corporation (February 23, 2000). Comcast believes that the available materials substantially
meet the goals of the requested report. '

Finally, Comcast's Board was {and remains) aware of and informed about the Company’s
network management practices and other policies embodied in its current disclosures.

(NY) 05726/016/2010PROXY/SHAREHOLDER PROPS/NY COMPTROLLER/nycomp.response.doc



Office of Chief Counsel 3 _ . February 24, 2010

We would be happy to provide you with any additional information and answer any
questions that you may have regarding this subject. Should you disagree with the conclusions
set forth herein, we respectfully request the opportunity to confer with you prior to the
determination of the Staff's final position. Please do not hesitate to call me at (212) 450-4397 or
Arthur Block, the Company’s Senior Vice President, General Counsel and Secretary, at (215)
286-7564, if we may be of any further assistance in this matter.

Very Truly Yours,
W Wi ‘f’ . &"’/'-’Wgy\
William H. Aaronson
cc:  The Office of the Comptroller of the City of New
York

Trillium Asset Management Corporation
Arthur R. Block
%

(NY) 05726/016/2010PROXY/SHAREHOLDER PROPS/NY COMPTROLLER/nycomp.respanse.doc
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February 19, 2010

Securities and Exchange Commission
Division of Corporation Finance
Office of the Chief Counsel

100 F Street, N.E.

Washington, D.C. 20549

Re: Comcast Corporation

Shareholder Proposal submitted by the New York City Pension Funds

To Whom It May Concern:

I write on behalf of the New York City Employees' Retirement System, the New York
City Police Pension Fund, the New York City Fire Department Pension Fund and the New York
City Board of Education Retirement System (the "Funds" or the “Proponents”) in response to
the January 14, 2010 letter sent to the Securities and Exchange Commission (the
"Commission") by the firm of Davis Polk & Wardweil LLP on behalf of Comcast Corporation
("Comcast” or the "Company"). In that letter, the Company contends that the Funds’
shareholder proposal (the "Proposal™) may be omitted from the Company’s 2010 proxy
statement and form of proxy (the "Proxy Materials") pursuant to Rules 14a-8(i}(7) and 14a-8
(iY(10) under the Securities Exchange Act of 1934.

I have reviewed the Proposal as well as Rule 14a-8 and the January 14, 2010 letter.
Based upon that review, it is my opinion that the Proposal may not be omitted from the
Company’s 2010 Proxy Materials. The Proposal is focused on the issue of a free and open
Internet, also sometimes referred to. as “net neutrality!.” These two terms will be used
interchangeably in this letter. Over the last few years, the issue of a free and open Internet
-has become the subject of significant governmental, media, commercial and public interest
group attention. Indeed, during the relatively short period since the inauguration of President
Barack Obama, albeit an eternity in Internet time, it appears that a substantial increase in
the attention paid to net neutrality has taken place for reasons discussed infra. Federal

i Network neutrality (also net neutrality, Internet neutrality) is a principle proposed for user access networks participating
in the Internet that advocates no restrictions on content, sites, or platforms, on the kinds of equipment that may be attached, and on
the modes of communication allowed, as well as communication that is not unreasonably degraded by other traffic.

www.wikipedia.org.



Communications Commission ("FCC”)Commissioner Michael J. Corps recently stated,
“Broadband intersects with just about every great challenge confronting our nation - jobs,
business growth, education, energy, climate change and the environment, international
competitiveness, health care, overcoming disabilities, opening doors of equal opportunity, to
name only the most obvious. Every one of these great national challenges has a broadband
component as a critical part of its solution. But broadband connectivity is about even more
than that. Increasingly our national conversation, our source for news and information, our
knowledge of one another, will depend upon the Internet.” FCC Workshop on “Speech,
Democracy and the Open Internet” (December 15, 2009). Significantly, President Obama
“considers broadband to be infrastructure, like electricity or-water.” USA TODAY, (December
9, 2009). The Proposal, which calls for a report on the adoption of guiding principles for the
promotion of a free and open Internet, relates to a significant social policy issue that
transcends “ordinary business.” Accordingly, the Funds respectfully request that the Division
of Corporation Finance (the "Division" or the “Staff”) deny the relief that Comcast seeks.

I. PROPOSAL

The Proposal begins with a series of clauses followed by a resolution. The clauses
note, among other things, that the Internet has become a defining infrastructure of our
economy and society; that Internet Service Providers are gatekeepers to this infrastructure;
that content filtering technology with its potential to severely inhibit an open and free society
presents significant social policy concerns that subject the Company to new risks, and that
operating successfully in this terrain requires a set of principles that will allow the Company
to prosper and address its social responsibilities.

The Resolved clause then states:

“Therefore, be it resolved, that shareholders request that the board
prepare a report for shareholders, by October 2010 at reasonable cost and
excluding proprietary and confidential information, on the merits of the
board publicly adopting a set of guiding principles for the company to
promote a free and open internet.

In developing principles, we urge the board to consider authoritative
statements on human rights on the internet, including the Internet principles
adopted in 2005 by the FCC; the Global Network Initiative principles; and
the Universal Declaration of Human Rights.

II. THE COMPANY HAS NOT SHOWN THAT IT MAY OMIT THE PROPOSAL UNDER RULE 14a-
8(i) (7)-

In its letter of January 14, 2010, the Company requests that the Division not
recommend enforcement action to the Commission if the Company omits the Proposal under
SEC Rule 14a-8(i)(7) (relates to the conduct of the company's ordinary business operations
and does not involve significant social policy issues). Pursuant to Rule 14a-8(g), the Company
bears the burden of proving that this exclusion applies. As detailed below, the Company has
failed to meet its burden and its request for "no-action" relief should accordingly be denied.

A. The Proposal Concerns a Significant Social Policy Issue in its Focus on Guiding Principles
for the Promotion of a Free and Open Internet, and Thus May Not Be Omitted as Relating
to “Ordinary Business” Under Rule 14a-8(i)(7).

2



The Proposal is not substantially similar to the prior proposal the Funds submitted
to Comcast.

In its January 14, 2010 letter, p. 2, Comcast states its erroneous belief that the
Proposal is substantially similar to the proposal submitted by the Proponents in 2009 (*2009
proposal”), and as a result, the Company presents an outdated argument to the Division. In
the 2009 proposal, the Funds sought a report “examining the effects of the company’s
Internet network management practices in the context of the significant public policy
concerns regarding the public's expectations of privacy and freedom of expression on the
Internet.” This is not the focus of the Proposal now before the Division. In 2009, the Division
excluded the proposal under Rule 14a-8(i) (7), as relating to the company’s ordinary business
operations, i.e. procedures for protecting user information. In acknowledgement of the
guidelines the Division set out in Staff Legal Bulletin No. 14A (July 12, 2002) ("SLB 14A"), the
Funds cured the defect of the 2009 proposal when drafting the Proposal to be included in the
Company’s 2010 Proxy Materials. The revised Proposal contains a distinctly different
resolution, one which requests that the board prepare a report on the merits of the board
publicly adopting a set of guiding principles for the Company to promote a free and open
Internet, and that the board consider authoritative statements on human rights in developing
these principles. Therefore, contrary to Comcast’s argument, the Staff's exclusion of the 2009
proposal on “ordinary business” grounds as well as the exclusion of similar proposals do not
serve as precedent for the Proposal’s exclusion.

The Division of Corporate Finance has explicitly stated that "ordinary business” cannot
be used as a rationale to exclude under Rule 14a-8(i)}(7) proposals that relate to matters of
substantial public interest. The July 12, 2002 Staff Legal Bulletin, which specified that it
would no longer issue no-action letters for the exclusion of shareholder proposals relating to
executive compensation, stated:

The fact that a proposal relates to ordinary business matters does not
conclusively establish that a company may exclude the proposal from its proxy
materials. As the Commission stated in Exchange Act Release No. 40018,
proposals that relate to ordinary business matters but that focus on
"sufficiently significant social policy issues ... would not be considered to be
excludable because the proposals would transcend the day-to-day business
matters.” See Amendments to Rules on Shareholder Proposals, Exchange Act
Release No. 40018 (May 21, 1998).

Staff Legal Bulletin, SLB 14A (July 12, 2002.

The Bulletin then reviewed the SEC's historical position of not permitting exclusion on
ordinary business grounds of proposals relating to significant policy issues:

The Commission has previously taken the position that proposals relating to
ordinary business matters "but focusing on sufficiently significant social policy
issues ... generally would not be considered to be excludable, because the
proposals would transcend the day-to-day business matters and raise policy
issues so significant that it would be appropriate for a shareholder vote.” The
Division has noted many times that the presence of widespread public debate
regarding an issue is among the factors to be considered in determining



whether proposals concerning that issue "transcend the day-to-day business
matters.”

Id.

As explained in Roosevelt v. E.I. DuPont de Nemours & Co., 958 F. 2d 416 (DC Cir.
1992), a proposal may not be excluded if it has "significant policy, economic or other
implications."” Id. at 426. Interpreting that standard, the court spoke of actions which are
"extraordinary, i.e., one involving 'fundamental business strategy' or 'long term goals." Id. at

427.

Intense and widespread public debate over a free and open Internet shows that the
Proposal addresses a significant social policy issue.

A free and open Internet is one of the most important and widely discussed
contemporary social policy issues. The main source for this conclusion is a public record
replete with opposed and enacted legislation and regulation, millions of pages of public
statements and reports, and extensive worldwide, media coverage involving thousands of
individuals and organizations. The Company has not denied that net neutrality is a
significant social policy issue. The Funds suggest that an increase in debates and media
coverage about a free and open Internet have occurred for, inter alia, the following
reasons: the election of President Obama; a new FCC Chairman and the decision to initiate
a rulemaking process concerning regulations for Internet network management; a federal
court hearing regarding Comcast’s appeal of the 2008 FCC decision; the cyber attack
against Google, and Secretary of State Hillary Clinton’s actions and speeches.

The Obama Administration

According to the New York Times (August 29, 2009), President Obama is “an Internet-
savvy president,” who stated that he is “firmly committed to net neutrality so that we can
keep the Internet as it should be - open and free.” President Obama’s appointments and

" nominations reflect his predilection. Chairman Julius Genachowski (*Genachowski”),
confirmed on June 25, 2009 to head the FCC, is an unequivocal proponent of net neutrality,
as is President Obama’s new head of the Federal Trade Commission, Jon Leibowitz. Seattle
Times (June 9, 2009). Aneesh Chopra, appointed by President Obama last year, is the
country’s first chief technology officer and is responsible for advancing President Obama’s
goal to bring broadband Internet to every U.S. home. “"Washington in spotlight at
electronics show; Nation’s top techie uses gathering to advance policy goals.” The
Washington Post (January 9, 2010). This month, during a YouTube interview, President
Obama stated, “"I'm a big believer in net neutrality. I campaigned on this. I continue to be a
strong supporter of it.” "Obama Reiterates Commitment to Net Neutrality,” PC

Magazine.com (February 1, 2010).

A search for “net neutrality” on Google will produce approximately 13 million results.
If the search is narrowed by the inclusion of the name “Obama,” approximately 5 million
results are produced, meaning that Obama is associated with approximately 38% of all
occurrences of “net neutrality” in global web searches. Certainly, the new landscape in
Washington and events over the past year have intensified the discussion of a free and
open Internet and have elevated net neutrality to one of the most significant social policy

issues of the day.




FCC Rulemaking on Net Neutrality

In a recent speech in Washington, DC, Genachowski stated that he is “convinced that
there are few goals more essential in the communications landscape than preserving and
maintaining an open and robust Internet.” “Preserving a Free and Open Internet: A Platform
for Innovation, Opportunity, and. Prosperity,” The Brookings Institution (September 21,
2009). In 2005, the FCC issued a policy statement that laid out four principles of Internet
network management. Now, Genachowski, with strong backing from President Obama’s
administration, is pushing for this "statement of principles” to become enforceable
regulations. “These principles can be summarized as: Network operators cannot prevent
users from accessing the lawful Internet content, applications, and services of their choice,
nor can they prohibit users from attaching non-harmful devices to the network. Two new
items have been added to the list: The fifth principle is one of non-discrimination — stating
that broadband providers cannot discriminate against particular Internet content or
applications, and the sixth principle is a transparency principle — stating that providers of
broadband Internet access must be transparent about their network management practices.”

Id.

The rulemaking process has surely added to the widespread debate concerning a free
and open Internet. In the first round of public comments on FCC’s proposal, “in excess of
"100,000 individuals, special-interest groups and corporations” chimed in.” St. Louis Post-
Dispatch (January 24, 2010). '

Comcast appeal

The Company’s appeal of a 2008 FCC order has also generated significant debate and
media coverage of net neutrality. The FCC ruled that Comcast couldn’t block Internet users
from using an on line file-sharing technology site, and Comcast asked a U.S. court to strike
down the ruling, saying that the FCC had exceeded its authority. This past January, a D.C.
appeals court heard arguments from the FCC and Comcast. The Associated Press (January 8,
2010). The case could go to the U.S. Supreme Court if Comcast wins, but more likely,
Congress would get involved and provide legislation that could give the FCC clear authority to
regulate the Internet, likely stirring much debate that gets to the heart of the controversial

net neutrality issue.” Investor’s Business Daily (December 22, 2009).

Cyber attack against Google

Beginning with Google’s announcement on January 12, 2010 about online attacks, the
widely reported cyber attack against Google and dozens of other American corporations has
ignited much debate and media coverage about a free and open Internet. Google’s software
engineers tracked the source of the attack to Taiwan, with footprints back to the Chinese
mainland; Chinese officials have denied their government was involved. New York Times
(January 26, 2010). See e.g. “"Two Chinese Schools Said to Be Tied to Online Attacks,” New

York Times (February 19, 2010).

Secretary of State Hillary Clinton

Likewise, Clinton is a source of widespread media coverage of the net neutrality issue.
In a recent speech, Clinton identified Internet freedom as a major policy principle for the
United States. PCMagazine.com (January 21, 2010). Her speech was noteworthy as “the first
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time a senior American official had articulated a vision for making the Internet an integral
part of foreign policy.” New York Times (January 23, 2010). See also “Free the Internet;
Unfettered access as foreign policy” Newsday (January 25, 2010). “In unusually prescriptive’
terms, [Clinton] called for businesses to promote Internet freedom in their international
dealings, just as the corporate social responsibility movement got them to promote better
environmental and labour conditions.” The Globe and Mail (Canada) (January 27, 2010).

If the legislative and executive branches of the United States government raise
serious public policy concerns with respect to an issue, such attention demonstrates the
existence of a significant public policy issue that will be deemed to render a proposal
appropriate for shareholder review. Yahoo! (April 13, 2007) (issues of Internet censorship
and monitoring by repressive foreign governments). Most recently in Tyson Foods, Inc.
(December 15, 2009), where the Staff concluded that antimicrobial resistance and the use
of antibiotics in raising livestock was a significant policy issue, the Staff reaffirmed the
relevance of the "widespread public debate" factor and noted the involvement and interest
of legislators and regulators in the issue. In the subject case, there is ample evidence of
legislative and executive branch focus and concern about a free and open Internet.

B. The No-Action Letters Cited by Comcast Are Wholly Inapposite.

The Proposal does not focus on “procedures for protecting user information.”

The Company cites four no-action letters, all requesting reports similar to the 2009
proposal, in which the Staff excluded the proposal as one relating to the company’s ordinary
business operations, i.e., procedures for protecting user information. Sprint Nextel
Corporation (February 17, 2009); Qwest Communications International Inc. (February. 17,
2009); Verizon Communications Inc. (February 13, 2009); AT&T Inc. (January. 26 2009).
These no-action letters are clearly irrelevant: the Proposal does not seek “procedures for
protecting user information.” The Company also cites, purportedly for other reasons, a no-
action letter from 2007 in which no-action relief was in fact granted for “procedures for
protecting customer information, and which likewise, is not analogous to the Proposal.
Verizon Communications Inc. (February 22, 2007)(financial, tegal and ethical issues :
surrounding disclosure of customer records). Moreover,; what the Company has failed to do is
cite any proposal seeking a report similar to the Proposal .

The Proposal does not call for regulatory analysis.

The Company cites two no-action letters in which the companies were granted rio-
action relief because the proposals therein called for “evaluating the impact of expanded
government regulation of the internet.” Yahoo! Inc. (April 5, 2007); Microsoft Corporation
(September 29, 2006). These almost identical proposals are strikingly distinct from the
Proposal because they called for regulatory analysis whereas the Proposal seeks a report on
the merits of the board publicly adopting a set of guiding principles for the promotion of a
free and open Internet.

The Proposal does not seek to micro-manage the Company.

Clearly Comcast remains inappropriately focused on the 2009 proposal when it argues
in its January 14, 2010 letter, p. 5., “As previously articulated, Comcast’s network
management practices are clearly within the realm of Comcast’s ordinary business
operations, and therefore, a report describing such practices, even if requested in the context
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of social policy issues, is excludable pursuant to Rule 24a-8(i)(7).” This is a summary of the
Resolved clause in the 2009 proposal!l The Company also displays its confusion on page 4 of
its letter by arguing that the Proposal should be excluded due to the complexity of network

management - Comcast’s network management practices are not the focus of the Proposal.

The SEC clarified in the 1998 Release that shareholders, as a group, will not be in a
position to make an informed judgment if the "proposal seeks to 'micro-manage’ the
company by probing too deeply into matters of a complex nature upon which shareholders,
as a group, would not be in a position to make an informed judgment.” Such micro-
management may occur where the proposal "seeks intricate detail, or seeks specific time-
frames or methods for implementing complex policies.” However, "timing questions, for
instance, could involve significant policy where large differences are at stake, and proposals
may seek a reasonable level of detail without running afoul of these considerations."”

The Proposal now before the Staff simply asks for a report on the merits of the board
publicly adopting a set of guiding principles for the Company to promote a free and open
internet and urges the board to consider some sources. The Proposal does not seek, for
example, descriptions of particular network management protocols, routers used, server
systems implemented, or other technologies. Further, by requesting the report be developed
at reasonable cost, the Proponents are conveying the expectation that the work of the board
would be on a general level that will not require it or shareholders to understand the technical
intricacies of the Company's operation. Moreover, the shareholders are urging the board to
consider authoritative statements on the Internet, including the 2005 FCC principles
discussed supra, as well as the Global Network Initiative principles?. This is precisely the type
of material that shareholders are equipped to and should handle.

Nevertheless, the Company argues that the Proposal is analogous to the proposal in
General Electric Company (January 17, 2006), which the Staff excluded under Rule 14a-
8(i)(7)- In that proposal, the Resolved clause read:

RESOLVED: GE’s shareholders request that, by the 2006 annual shareholder meeting,
the Board of Directors make available to shareholders a report on the estimated impacts of a
flat tax for GE, omitting proprietary information and at reasonable cost.

The report should provide estimates of the impact to GE of: '

1. Taxing all profits at a flat rate of 17 percent and at other alternative flat fates;
2. Limiting taxable income to only income earned in the U.S.;

3. Replacing depreciation with capital expensing;

4. Abolishing special preferences or loopholes in the corporate tax code;

5. Savings attained from reduced business compliance costs.

Clearly, the disparate levels of complexity in the General Electric proposal and the Proposal
disallow any meaningful comparison. _

More compelling are two recent situations in which the Staff refused to grant no-action
relief concerning proposals that requested complex information far in excess of the detail the

2 There are five Global Network Initiative principles: Freedom of Expression; Privacy; Responsible Company Decision
Making; Multi-stakeholder Collaboration, and Governance, Accountability and Transparency. www.globalnetworkinitiative.org.
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Proposal seeks. In PPG Industries (January 15, 2010) the resolution read:

RESOLVED: Shareholders request that the Board of Directors prepare a report, at
reasonable cost and omitting proprietary information, on how PPG ensures that it is
accountable for its environmental impacts in all of the communities where it operates. The
report should contain the following information:

1. How PPG makes available reports regarding its emissions and environmental
impacts on land, water, and soil - both within its permits and emergency
emissions — to members of the communities where it operates;

2. How PPG integrates community environmental accountability into its current code
of conduct and ongoing business practices; and,

3. The extent to which PPG's activities negatively affect the health of individuals living
in economically poor communities.

In Halliburton Company (March 11, 2009), the proposal sought relatively complex
information on political contributions but nevertheless, was deemed permissible and not in

violation of Rule 14a-8(i)(7).

The Proposal calls for action in furtherance of a significant social policy issue.

The Company presents two no-action letters, Washington Mutual, Inc. (March 6, 2002)
and The Mead Corporation (January 31, 2001), to support its argument that "the Commission
has permitted the exclusion of shareholder proposals that seek to require a company to
prepare and issue a report pertaining to its otherwise ordinary business operations but
involving social policy issues, where such proposals call for reports but not action in
furtherance of such social policy issue." It appears that the Company’s stated reason for the
exclusion of these two proposals is not the actual reason for their omission. It is more likely
that these proposals were excluded for the reasons the Staff articulated in the no-action
letters: “seeking a financial accounting of costs associated with land development projects”
-and “focusing on the company’s liability methodology and evaluation of risks,” respectively.
Here, the Proposal seeks a report not on costs or risks, but rather on the merits of the board
adopting a set of guiding principles for the company to promote a free and open Internet.
Moreover, on its face, the Proposal calls for sufficient action. Indeed, in a recent analogous
situation, the Staff refused to exclude a proposal under rule 14a-8(i)(7) that urged the board
of directors to adopt principles for health care reform, such as those based upon principles
specified in the proposal. Bank of America (February 17, 2009).

The Proposal is not directed at involving the Company in the political, legislative or
regulatory processes.

Equally without merit is the Company’s final argument that the Proposal should be
excluded because it would result in involving Comcast in an active political, legislative and
regulatory process concerning the regulation of the Internet and the operation of its
broadband network. The proposals cited by the Company are irrelevant as the factual
contexts of the subject case and those in the cited no-action letters bear no comparison:
General Motors Corporation (April 7, 2006) (the proposal requested, inter alia, that the
company petition the U.S. government and Congress for improved Corporate Average Fuel
Economy standards) and Electronic Data Systems Corporation (March 24, 2000) (the
proposal requested a report on the potential impact on EDS of pension-related proposals




being considered by national policy makers, including legislative proposals®.

It is inarguable that the instant Proposal materially differs from the 2009 proposal: the
Company simply cannot lump them together in an attempt to discredit the Proposal.
Nonetheless, apart from the citation of no-action letters the Division issued in 2009 and one
additional no-action letter, the Company’s argument for no-action relief in their January 14,
2010 letter is almost identical to the argument presented in their January 15, 2009 letter to
the Division. Generals are notorious for their tendency to "fight the last war,"” by using the
strategies and tactics from previous engagements whether or not they fit the current
situation. Comcast resembles a general fighting the last war in its focus on the 2009

proposal. .

For all of the above reasons, the Company has failed to prove that the Proposal may
be excluded under Rule 14a-8(i) (7).

[I1. THE COMPANY DID NOT SUBSTANTIALLY IMPLEMENT THE PROPOSAL BECAUSE IT HAS
NOT ISSUED THE REQUESTED REPORT. ‘

The Company has prepared no report regarding the merits of the board publicly
adopting a set of guiding principles for the Company to promote a free and open Internet.

"In the staff’s view, a determination that the Company has substantially implemented
the proposal depends upon whether its particular policies, practices and procedures compare
favorably with the guidelines of the proposal.” Texaco Inc. (March 15, 1991). Judged by that
standard, Comcast has failed in numerous critical respects to implement the Proposal.

The Proposal requests that (1) the Board of Directors prepare a report on the merits of
the board publicly adopting a set of guiding principles for the Company to promote a free and .
open internet. And, in developing the principles, the Proposal requests that (2) the board
consider authoritative statements on human rights on the Internet, including the Internet
principles adopted in 2005 by the FCC; the Global Network Initiative principles and the
Universal Declaration of Human Rights. Therefore, the Proposal seeks a two-step mechanism.
Both steps must be taken before the Company can argue that it has met its burden of
establishing that it has met the Proposal’s requisite elements. The Company has failed to
substantially implement either of these steps.

A review of the Company’s January 14, 2010 letter, all of the attachments to the letter
and www.comcast.com does not back up the Company’s assertion that it has substantially
complied with the Proposal. Unlike the 2009 proposal, which focused on two principles,
“freedom of expression” and “expectation of privacy,” the Proposal requires the board to
consider a much broader set of principles. The Company has not done this. Clearly, a few
scattered sentences in all of the Company materials, pertaining to only a few of the principles
cited in the Proposal, and without a thorough examination of these principles, is clearly

3 The Company also presented Yerizon Commupications, Inc. (January 31, 2006) to illustrate this proposition. However,
similar to the General Electric proposal, supra, the proposal was excluded under rule 14a-8(i)(7) as relating to ordinary business
operations, i.e., evaluating the impact of a flat tax on Verizon.
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insufficient to constitute the requested report.

The precedents the Company cites in support of its arguments are thus readily
distinguishable.* The no-action letters indicate greater adherence to a proposal is needed
than Comcast can supply. In each of those cases, the company took action which conformed
closely to the action requested by the proposal, so as to clearly meet the proposal’s core
objectives. Because it failed to issue a report that meets the core objectives of the Proposal,
Comcast has failed to prove that the Proposal may be excluded under Rule 14a-8(i)(7).

Further, on a number of occasions, the Staff has concurred that when a proposal is
focused on board level action, it is not sufficient for the company to argue that employees
and management are addressing the issue. See, e.g., NYNEX Corporation (February 18,

1994); Assaciates First Capital Corporation (March 13, 2000). The policies and statements
posted on Comcast’s website are not the product of a board examination of the specific issues

raised by the Proposal.
1v. CONCLUSION

For the reasons set forth above, the Funds respectfully request that the Company's
request for "no-action" relief be denied. Thank you for your time and consideration.

Sincerely,

Janice Silberst?
Associate General Counsel

New York City Comptroller's Office
1 Centre Street, Room 602

New York, NY 10007

(212) 669-3163

Fax (212) 815-8639
jsitber@comptroller.nyc.gov

cc: William H. Aaronson, Esq.
Davis Polk & Wardwell LLP
450 Lexington Avenue
New York, NY 10017

4 ConAgra Foods, Inc. (July 3, 2006); The Talbots, Inc. (April 5, 2002); The Gap (March 16, 2001); Kmart Corporation
(February 2, 2000); Nordstrom, Inc. (February 8, 1995). )
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Davis Polk

Davis Polk & Wardwell LLp 212 450 4000 el
450 Lexington Avenue 212 701 5800 fax
New York, NY 10017

January 14, 2010

Re: Shareholder Proposals Submitted by The Office of the Comptroller of
the City of New York and Trillium Asset Management Corporation

Office of Chief Counsel

Division of Corporation Finance

Securities and Exchange Commission

100 F Street, N.E.

Washington, D.C. 20549

via email: shareholderproposals@sec.gov

Ladies and Gentlemen:

On behalf of our client, Comcast Corporation (“Comcast” or the “Company”), we write to
inform you of the Company's intention to exclude from its proxy statement and form of proxy for
the Company's 2010 Annual Meeting of Shareholders (collectively, the “2010 Proxy Materials”)
the shareholder proposal (the “Proposal”} and related supporting statement received from The
Office of the Comptroller of the City of New York, on behalf of the New York City Employees’
Retirement System, the New York City Police Pension Fund, the New York City Fire Department
Pension Fund and the New York City Board of Education Retirement System ("Proponent A”)
and Trillium Asset Management Corporation, on behalf of Ms. Louise Rice, as co-filers of the
Proposal (“Proponent B” and together with Proponent A, the “Proponents”).

We hereby respectfully request that the Staff of the Division of Corporation Finance (the
“Staff") concur in our opinion that the Company may, for the reasons set forth below, properly
exclude the Proposal from the 2010 Proxy Materials. The Company has advised us as-to the
factual matters set forth below.

Pursuant to Staff Legal Bulletin No. 14D (CF), Shareholder Proposals (November 7,
2008), question C, we have submitted this letter and the related correspondence from the
Proponents to the Commission via email to shareholderproposals@sec.gov. Also, in accordance
with Rule 14a-8(j), a copy of this letter and its attachments is being mailed on this date to each of
the Proponents informing each of them of the Company’s intention to exclude the Proposal from
the 2010 Proxy Materials.
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The Company plans to file its definitive proxy statement with the Securities and
Exchange Commission (the “SEC”) on or about April 9, 2010. Accordingly, we are submitting
this letter not less than 80 days before the Company intends to file its definitive proxy statement.

Introduction

The Proposal, which as submitted by Proponent A is attached hereto as Exhibit A and as
submitted by Proponent B is attached hereto as Exhibit B, requests that:

“the board prepare a report for shareholders, by October 2010 at reasonable cost and
excluding proprietary and confidential information, on the merits of the board publicly
adopting a set of guiding principles for the company to promote a free and open intemet.”

Comcast requests that the Staff of the SEC concur with its view that the Proposal may be
properly omitted from the 2010 Proxy Materials pursuant to the provisions of Rule 14a-8(i}{10)
because the Company has already substantially implemented the Proposat and/or Rule 14a-
8(i)(7) because the Proposal concemns a matter relating to the Company’s ordinary business
operations. Comcast believes that the Proposal is substantially similar to a proposal submitted
last year by the Proponents relating to Comcast’s network management practices, which the
Staff concluded was excludable pursuant to Rule 14a-8(i}(7) (the “Prior Proposal”). The Prior
Proposal, had it been adopted, would have called for the Board to prepare a report that
“examin[ed] the effects of the company’s Internet network management practices in the context
of the significant public policy concerns regarding the public’s expectations of privacy and
freedom of expression on the Internet.” Both proposals focused on the Company’s network
management and its impact on internet users, particularly with respect to freedom of expression.

Additionally, Proposal A and Proposal B are identical. Therefore, Comcast requests that
the Staff concur with its view that if Proposal A must be included in the 2010 Proxy Materials,
then Proposal B may be properly omitted from the Company’s 2010 Proxy Materials pursuant to
Rule 14a-8(i)(11) because Proposal B substantially duplicates Proposal A.

Grounds for Omission

. The Proposals may be omitted from the 2010 Proxy Materials under Rule 14a-8(i)(7)
because they deal with a matter relating to Comcast’s ordinary business operations.

Pursuant to Rule 14a-8(i)(7), and for the same reasons permitting the exclusion of the
Prior Proposal and other similar proposals, the Proposals may be excluded from Comcast's 2010
Proxy Materials because they deal with a matter relating to the Company’s ordinary business
operations.

Rule 14a-8(i){7) aliows a company to omit a shareholder proposal from its proxy
materials if such proposal deals with a matter relating to the company’s ordinary business
operations. The general policy underlying the “ordinary business” exclusion is “to confine the
resolution of ordinary business problems to management and the board of directors, since it is
impracticable for shareholders to decide how to solve such problems at annual shareholders
meetings.” Exchange Act Release No. 34-40018 (May 21, 1998) (the “1998 Release”). This
general policy reflects two central considerations: (i) “[c]ertain tasks are so fundamental to
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management’s ability to run a company on a day-to-day basis that they could not, as a practical
matter, be subject to direct shareholder oversight”; and (ji) the "degree to which the proposal
seeks to ‘micro-manage’ the company by probing too deeply into matters of a complex nature
upon which shareholders, as a group, would not be in a position to make an informed judgment.”
The 1998 Release, citing in part Exchange Act Release No. 12999 (November 22, 1976).
Additionally, when a proposal seeks a report, “the Staff will consider whether the subject matter
of the special report . . . involves a matter of ordinary business; where it does, the proposal will
be excludable under Rule 14a-8(c)(7).” Exchange Act Release 34-20091 (August 16, 1983).

A.  The Proposals Relate to Comcast's Ordinary Business Operations — Its
Network Management Practices

Comcast earns revenue by, among other things, providing high-quality High-Speed
Internet service to both commercial and residential users. As the Internet continues to evolve
and Comcast strives to provide its customers with the highest quality Internet service possible,
Comcast must also continue to ensure that its network capabilities are able to provide such

service.

Comcast manages its network with the goal of delivering the best possible High-Speed
Internet experience to all of its customers. Network management is essential for Comcast to
promote the use and enjoyment of the Internet by all of its customers. Comcast uses various
tools and techniques to manage its network. These tools and techniques, like the network and
its usage, are dynamic and can and do change frequently.

Decisions regarding Comcast's network management policy depend on an intimate
knowledge of Comcast's High-Speed Internet network. Only Comcast management and staff
have the requisite knowledge of Comcast’'s network and user population in order to assess, set
and refine its network management policies and tools. In addition, Comcast and its network
management practices were the subject of a proceeding at the FCC, which resulted in the FCC’s
August 20, 2008 Memorandum Opinion and Order, FCC 08-183. As a result of that proceeding,
Comcast committed to make certain disclosures regarding its current and future network
management practices. Given that the type and content of these disclosures are part of v
Comcast’s ongoing commitment to keep its customers and the public informed regarding one of
Comecast’s major services and revenue streams, it seems clear that disclosure of Comcast's
network management policies falls squarely within the scope of Comcast's ordinary business
operations.

The Staff concluded that the Prior Proposal fell within the purview of Comcast's ordinary
business operations. The Staff reached the same conclusion in connection with four other
proposals seeking a similar report from other companies. See Sprint Nextel Corporation
(Feb. 17, 2009); Qwest Communications International Inc. (Feb. 17, 2009); Verizon
Communications Inc. (Feb. 13, 2009); and AT&T Inc. {(Jan. 26, 2009); see also Yahoo! Inc.
(April 5, 2007) (concurring in the exclusion of a proposal which requested the Board of Directors
to “report to shareholders as soon as practicable on the Company's rationale for supporting
and/or advocating public policy measures that would increase government regulation of the
Internet”); and Microsoft Corporation (September 29, 2006) (same).
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As was the case with the Prior Proposal, the Proponents should not be allowed to
improperly intervene in the day-to-day operations of one of the key areas of Comcast’s business
in order to advance their particular agenda.

B. The Proposals Relate to a Complex Matter That Is Most Appropriate for
Management to Address

Issues related to network management are highly complex and require a detailed
understanding of, among other things, the applicable legal and regulatory regimes and
Comcast's and other Internet Service Providers’ network architectures, business practices, and
available network technology. To make an informed judgment as to what types of network
management practices are necessary and will promote the interests of Comcast, its stockholders
and its customers requires an intimate knowledge of these complex practices. The complexity
and rapid evolution of the Internet and network management practices make network
management a poor topic for action by stockholders at an annual meeting and are just the type
of proposal that “seeks to ‘micro-manage’ the company by probing too deeply into matters of a
complex nature upon which shareholders, as a group, would not be in a position to make an
informed judgment” (as stated in the 1998 Release). Accordingly, the Company believes that it
should be permitted to exclude the Proposals on the basis of Rule 14a-8(i)(7).

Comcast believes that the Proposals are exactly the type of matter that the “ordinary
business” exception is Rule 14a-8(i)(7) was created to address. By requesting that the Board of
Directors prepare a report regarding its network management practices, the Proponents are
seeking to subject to shareholder oversight an aspect of Comcast’s business that is most
appropriately handled by Comcast's management. Additionally, the issues of how Comcast
should properly maintain its network while still respecting users’ concerns regarding freedom of
expression and privacy and how Comcast should respond to government regulation of this
aspect of its business are central to the operation of the day-to-day business of Comcast.
Executives and other managers routinely make decisions about how best to conduct Comcast’s
business in compliance with current laws and regulations and it would be highly unusual and
impractical to interject Comcast's shareholders into what is otherwise a routine management
decision. The Staff has consistently taken the position that proposals which attempt to govern
internal operating policies and legal compliance may be excluded because they infringe upon
management's cbre functions. See, e.g., Verizon Communications inc. (Feb. 22, 2007)
({permitting exclusion of a proposal that sought a report on the technical, legal and ethical policy
issues pertaining to the disclosure of customer records and communications content to
government agencies without a warrant and the effect of such disclosures on customer privacy

rights).

In General Electric Company (January 17, 2006) the proponent requested that the issuer
prepare a report on the impact of a flat tax on.the company. General Electric successfully
argued that tax planning and compliance were "intricately interwoven with a company’s financial
planning, day-to-day business operations and financial reporting.” In the same way, Comcast's
network management practices involve intricate systems related to the unique services that
Comcast provides and Comcast’s selection and disclosures of its network management practices
are a function of Comcast’'s ongoing business practices and any applicable FCC rules or

requirements,
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As previously articulated, Comcast’s network management practices are clearly within
the realm of Comcast’s ordinary business operations, and therefore, a report describing such
practices, even if requested in the context of social policy issues, is excludable pursuant to Rule
14a-8(i(7). Furthermore, the Commission has permitted the exclusion of shareholder proposals
that seek to require a company to prepare and issue a report pertaining to its otherwise ordinary
business operations but invalving social policy issues, where such proposals call for reports but
not action in furtherance of such social policy issue. See Washington Mutual, inc. (March 6,
2002) (excluding a proposal requesting a report identifying all company costs associated with
land development projects); and The Mead Corporation (January 31, 2001) (excluding
shareholder proposal requesting a report on the company’s environmental risks in financial
terms).

Most importantly for the purposes of the Proposals, the Staff declined to accept the
Proponents’ reliance on the same public policy argument in connection with the Prior Proposal.
See also Sprint Nextel Corporation (Feb. 17, 2008); Qwest Communications International Inc.
(Feb. 17, 2009); and Verizon Communications Inc. (Feb. 13, 2009).

Moreover, the Proposals would result in involving Comcast in an active political,
legislative and regulatory process with respect to regulation of the internet and the operation of
its broadband network. The FCC has initiated a rulemaking proceeding with respect o “net
neutrality” rules in which Comcast will file comments responsive to the FCC's questions.’
Comcast’s participation in the ongoing legislative and regulatory process is a matter properly
reserved for management. The Staff has consistently excluded proposals on the ground that
they were directed at involving a company in the political or legislative process relating to an
aspect of its business operations. See General Motors Corporation (April 7, 2006): Verizon
Communications, Inc. (January 31, 2006); and Electronic Data Systems Corporation (March 24,
2000).

il. The Company has substantially implemented the Proposals since adequate
information regarding the Company’s network management practices is clearly published
on the Company’s Web site and therefore the Proposals may also be omitted from the
2010 Proxy Materials pursuant to Rule 14a-8(i)(10).

Pursuant {o Rule 14a-8(i)(10), which permits the exclusion of a shareholder proposal if
the company has aiready substantially implemented the proposal, the Proposals may be
excluded from Comcast’'s 2010 Proxy Materials if Comcast has already substantially
implemented them. See Exchange Act Release No. 34-20091 (August 16, 1983). According to
the Commission, the exclusion provided for in Rule 14a-8(i)(10) “is designed to avoid the
possibility of shareholders having to consider matters which already have been favorably acted
upon by management.” See Exchange Act Release No. 34-12598 (July 7, 1976). A shareholder
proposal is considered to be substantially implemented if the company’s relevant “policies,
practices and procedures compare favorably with the guidelines of the proposal.” Texaco, Inc.
(March 28, 1991). The Staff does not require that a company has implemented every detail of a
proposal in order to permit exclusion under Rule 14a-8(i)(10). Instead, the Staff has consistently
taken the position that when a company already has policies and procedures in place relating to

¥ See In re Preserving the Open intemet; Broadband Industry Practices, Notice of Proposed Rulemaking, 24
FCC Red. 13064 (2009).
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the subject matter of the proposal or has implemented the essential objectives of the proposal,
the shareholder proposal has been substantially implemented and may be excluded pursuant to
Rule 14a-8(i}(10). See ConAgra Foods, Inc. (July 3, 2006), The Talbots, Inc. (April 5, 2002); The
Gap, Inc. (March 16, 2001) and Kmart Corporation (February 23, 2000).

Through various documents posted on Comcast's Web site (accessible via the Web page
http://networkmanagement.comcast.net/) that pertain to Comcast's High-Speed Internet service,
Comeast provides a significant amount of information regarding its network management
practices. These documents contain detailed information about, among other topics, why
Comcast manages its network, how it manages its network, and how customers are affected by
network management. These documents also clearly state that Comcast’s network management
does not block customer applications or programs nor does it discriminate against particular
types of online content. Collectively, these documents not only describe how Comecast’s network
management works, but also address how its network management practices relate to the public
policy concerns regarding freedom of expression on the Internet. The Comcast Customer
Privacy Notice at http:/www.comcast.com/customerprivacy/ contains the complete privacy policy
for Comcast's cable television, High-Speed Internet, and phone services. A second privacy
statement at http://www.comcast.net/privacy/ contains additional privacy provisions that apply to .
Comcast's Comcast.net website. Comcast's network management practices are consistent with
these privacy statements.

Network management in the present context describes the tools and techniques that an
Internet service provider uses to deliver a high quality, consistent, and safe Internet experience
to its customers. Comcast’s network management practices include, among other things,
identifying spam and preventing its delivery to customer e-mail accounts, detecting malicious
Internet traffic and preventing the distribution of viruses or other.harmful code or content, and
temporarily lowering the priority of traffic for users who are the top contributors to current network
congestion. A significant portion of Comcast's network management activities relate to
congestion management. As part of Comcast’'s own initiatives and as part of its compliance with
the Federal Communications Commission (the “FCC") order pertaining to network management,
see In re Formal Complaint of Free Press and Public Knowledge Against Comcast Corporation,
23 FCC Rcd 13028 (2008), Comcast is continually evaluating and refining the ways in which it
manages its network in order to continue providing high quality Internet service using reasonable
network management tools and techniques that are consistent with industry standards. As
stated above, Comcast keeps its users and investors clearly apprised of its activities in this area
through information made available on its Web site, '

In a September 19, 2008 letter from Comcast to the FCC (available on Comcast’'s Web
site at hitp://downloads.comcast.net/docs/Cover_Letter.pdf and attached hereto as Exhibit C) -
(the, “September 19 Letter’), Comcast stated that, consistent with its prior voluntary
commitment and the FCC’s Order noted above, Comcast would transition away fromits prior
congestion management practices that managed certain types of peer-to-peer (“P2P”) traffic. As
of December 31, 2008, Comcast had completed its transition to new protocol-agnostic
congestion management practices. In the September 19 Letter, Comcast affirmed its
commitment to “ensur|ing] continued delivery of a world-class service to all of [its] subscribers,
while minimizing the impact on any individual user whose traffic must be managed as part of this
process.”
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As also noted in the September 19 Letter, in September 2008, Comcast submitted to the
FCC and posted on the network management section of its Web site (i) a description of its prior
approach to managing network congestion (available at hitp://downloads.comcast.net/docs/
Attachment_A_Current_Practices.pdf and attached hereto as Exhibit D), (ii) a description of its new
protocol-agnostic congestion management practices (available at http://downloads.comcast.net/docs
/Attachment_B_Future_Practices.pdf and attached hereto as Exhibit E) and (iii) Comcast's
compliance plan for the transition from the prior approach to the new one (available at
http://downloads.comcast.net/docs/Attachment_C_Compliance_Plan.pdf and attached hereto as
Exhibit F). On January 5, 2009, Comcast filed a letter with the FCC (available on Comcast's Web
site at http://downloads.comcast.net/docs/comcast-nm-transition-notification.pdf and attached hereto
as Exhibit G) notifying the FCC that it has ceased employing the prior congestion management
practices and has instituted the new practices throughout its High-Speed Internet network. These
documents not only provide extensive details regarding Comcast's past and current practices, but
also directly and indirectly address the privacy and freedom of expression concerns raised by the
Proposals.

Exhibit D, Comcast's description of its prior congestion management approach, describes
Comcast's former P2P-specific network management practices, from which Comcast fully
transitioned away as of December 31, 2008. This document clearly explains the extent to which
a given user’s online information could be inspected by such network management tools and
reassures the reader that the techniques used by Comcast examined only the relevant packet
header or addressing information in a given packet necessary to indicate what type of protocol
(P2P in this case) was being used by a customer. The document emphasizes that this
congestion managemeni technique did not “read” the contents of customer communications in
order to determine whether a packet was text, music, video, a voice conversation, or any other
type of content, and certainly did not identify whether any packet contained political speech,
commercial speech or entertainment, or try to discem whether a packet was personal or
business, legal or illicit, etc, Comcast's prior network management practices fully respected
customer privacy and did not act based on the contents of any customer communications.

Exhibit £, Comcast's description of its new congestion management approach, stresses
that Comcast’s new congestion management technigue is “protocol-agnostic” and focuses only
on the extent to which a certain Comcast subscriber is using a high amount of bandwidth, not
what type of protocol is being used. As was.the case with Comcast’s prior congestion
management practices, this new technique fully respects customer privacy and does not act
based on the contents of any customer communications.

In addition to Comcast’s various submissions to the FCC that it prominently displays on
the network management portion of its Web site, Comcast publishes a Frequently Asked
Questions (*FAQ”") section on its Web site (available at hitp://customer.comcast.com/Pages/FAQ
Viewer.aspx?seoid=Frequently-Asked-Questions-about-Network-Management and attached
hereto as Exhibit H), which discusses why Comcast manages its network and the techniques
utilized to do so. This portion of Comcast's Web site makes it clear to the reader that neither

‘Comcast's previous network management practices nor the network management practices to
which it has transitioned discriminate against particular types of online content.

Comcast clearly explains in the FAQ section (as it does elsewhere) that its new protocol-
agnostic network management technique will not manage congestion based on the protocols in
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use, but rather it will focus on the heaviest users in near real time, such that periods of
congestion will be “fleeting and sporadic.” Most importantly in the context of the Proponents’
concerns about freedom of expression, the FAQ section clearly indicates that the new practices
will be “content neutral.”

In addition to the statements and FCC letters discussed above, Comcast's Acceptable
Use Policy (“AUP") (available at http://www.comcast.net/terms/use/ and attached hereto as
Exhibit I} and its associated FAQ (available at
http://customer.comcast.com/Pages/FAQViewer.aspx?seoid=Frequently-Asked-Questions-
about-the-Comcast-Acceptable-Use-Policy-for-High-Speed-Internet-Services and attached
hereto as Exhibit J) provide additional disclosure to customers about the types of uses and
activities that Comcast considers unacceptable (such as sending spam or spreading a computer
virus) and how it will respond when it determines there is a violation of its Acceptable Use Policy.
There is even a specific question in this document addressing the speech issues raised by the
Proposal and how Comcast interprets and implements its AUP to address abuse and unlawful
activity, and not lawful communication and speech. See
http://customer.comcast.com/Pages/FAQViewer.aspx?seoid=Frequently-Asked-Questions-
about-the-Comcast-Acceptable-Use-Policy-for-High-Speed-Internet-Services#discretion. Taken
together, all of these documents provide customers and others with a detailed, meaningful
explanation of Comcast's network management and privacy practices and policies and how they
affect customers. Comcast believes that its network management techniques reflect reasonable,
industry standard practices and do so in a way that fully respects customer freedom of
expression and privacy. Importantly, Comcast’s Board was (and remains) aware of and informed
about the Company’s network management practices, its decision voluntarily to move to a new
network management technigue, and the FCC's notice of proposed rulemaking with respect to
networzk neutrality that is currently pending and in which Comcast will file comments reflecting its
views.

In ConAgra Foods, Inc. (July 3, 2006), the Staff allowed the company to exclude a
proposal requesting that the board issue a sustainability report to shareholders because the
company had substantially implemented the essential objective of the proposal through its
publication (on its Web site) of a Corporate Responsibility Report, which focused on certain
issues discussed in the proposal. This is similar to the situation at hand, as the network
management page of Comcast’'s Web site provides detailed information that explains Comcast's
network management processes and also directly addresses the concerns raised by the
Proposals.

In The Gap, inc. (March 16, 2001), the Staff allowed the company to exclude a proposal
(on substantial implementation grounds) that requested a report on the child labor practices of
the company’s vendors. The company had already established a code of vendor conduct,
monitored vendor compliance, published related information and was willing to discuss the issue
with shareholders. Likewise, in Nordstrom, inc. (February 8, 1995), the Staff allowed the
company to exclude a proposal (on substantial implementation grounds) that requested that the
_company establish a set of standards for its suppliers that met certain minimum criteria and also
that the company prepare a report to-shareholders describing its policies as well as its current

2 Soe In re Preserving the Open Intemet; Broadband Industry Practices, Notice of Proposed Rulemaking, 24
FCC Rcd. 13064 (2009)
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and future compliance efforts with respect to those policies. In that instance, Nordstrom was
able to successfully argue that it had substantially implemented the proposal where it had in
place existing company guidelines for suppliers and had issued a press release regarding such
guidelines (despite the fact that the guidelines did not commit the company to conduct regular or
random inspections to ensure compliance, as requested in the proposal). As indicated above,
Comcast has clearly gone much further in substantially implementing the essential objectives of
the Proposals and therefore respectfully submits that the Staff should allow Comcast fo exclude
the Proposals on such grounds.

Comocast continues to publish and update information describing its network
management practices, including how these practices relate to the public policy concerns
regarding privacy and freedom of expression on the Internet and believes that through its current
disclosures that it has implemented the essential objectives of the Proposals. The Proposals
have therefore been substantially implemented.

M. If Proposal A may not be excluded under either Rule 14a-8(i)(10) or Rule 14a-8(i)}(7)
and must be included in the 2010 Proxy Materials, Proposal B may be excluded from the
Company’s 2010 Proxy Materials because it is substantially duplicative of Proposal A.

Pursuant to Rule 14a-8(i)(11), if Proposal A is included in the 2010 Proxy Materials,
Proposal B may be excluded from Comcast’s 2010 Proxy Materials because the proposal
substantially duplicates another proposal previously submitted to the company by another
proponent that will be included in the company’s proxy materials for the same meeting
(i.e., Proposal A).

In this case, the Proposals are not only substantially duplicative, but are identical and
therefore squarely fit into the exclusion provided by Rule 14a-8(i)(11). For that reason, if
Proposal A must be included in the 2010 Proxy Materials, Comcast believes that it may properly
exclude Proposal B in accordance with Rule 14a-8(f)(11).

Conclusion

Comcast believes that the Proposals may be properly excluded from the 2010 Proxy
Materials pursuant to Rule 14a-8(i)(7) because issues relating to network management are within
the scope of Comcast's ordinary business operations and the Proposals do not satisfy the social
policy exception to this rule. Comcast also believes that the Proposals may be properly excluded
from the 2010 Proxy Materials pursuant to Rule 14a-8(i)(10) because the Proposals have been
substantially implemented.
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We would be happy to provide you with any additional information and answer any
questions that you may have regarding this subject. Should you disagree with the conclusions
set forth herein, we respectfully request the opportunity to confer with you prior to the
determination of the Staff's final position. Please do not hesitate to call me at (212) 450-4397 or
Arthur R. Block, the Company's Senior Vice President, General Counsel and Secretary, at (215)
286-7564, if we may be of any further assistance in this matter.

Very truly yours,

William H. Aaronson

cc.  wlenc: The Office of the Comptroller of the
City of New York
Trillium Asset Management Corporation
Arthur R. Block
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EXHIBIT A



THE CITY OF NEW YORK
OFFICE OF THE COMPTROLLER
. 1 CENTRE STREET
NEW YORK, N.Y. 10007-2341

WILLIAM C. THOMPSON, JR.
COMPTROLLER

November 17, 2009

Mr. Arthur R. Block
Secretary

Comcast Corporation
One Comecast Center
Philadelphia, PA 19103

Dear Mr. Block:

The Office of the Comptroller of New York City is'the custodian and a trustee of the New York
City Employees’ Retirement System, the New York City Teachers’ Retirement System, the
New York City Police Pension Fund, and the-New York City Fire Department Pension Fund,
and custodian of the New York City Board of Education Retirement System (the “funds™). The
funds’ boards of trustees have authorized the Comptroller to inform you of their intention to
offer the enclosed proposal for consideration of stockholders at the next annual meeting.

I submit the attached proposal to you in accordance with rule 14a-8 of the Securities Exchange
Act of 1934 and ask that it be included in your proxy statement.

Letters from The Bank of New York Mellon Corporation certifying the funds® ownership,
continually for over a year, of shares of Comcast Corporation common stock are enclosed. The
funds intend to continue to hold at least $2,000 worth of these securities through the date of the
anmual meeting,

We would be happy to discuss this initiative with you. Should the board decide to endorse its
provisions as company policy, our funds will ask that the proposal be withdrawn from
consideration at the annual meeting. If you have any further questions on this matter, please
feel free to contact me at 1 Centre Street, Room 720, New York, NY 10007; phone (212) 669-

2651.

pd:el
Enclosures
Comcast Corporation - internet cengorship 2010

@ New York City Office of the Comptroller
Bureau of Asset Management




Adoption of Policy on Internet Freedom of Expression

The internet has become a defining infrastructure of our economy and soclety; Internet Service
Providers {ISPs) are gatekeepers to this Infrastructure, forging rules that shape, enable and limit
Internet use.

Current and developing Internet technologies provide companies such as ours with powerful
tools and exclting business opportunities. But these same technologies have the potential to
severely inhiblt an open and free Internet; they can be misused, abused or otherwise subject
our Company to new risks.

Operating successfully in this terrain requires a strong and public strategic vision from corporate
leadership. Our Company needs a set of principles that will allow it to prosper financlally and
responsibly address its soclal responsibilities,

Content filtering technology demonstrates potential risks. It has been deployed outside the U.S.
by governments In Iran and China to suppress legitimate dissent and curb a free and open
Internet.

In the U.S., there are numeraus pressures on the Company to use filtering technologies for
commercial purposes. For example, copyright owners such as NBC Universal have asked the
Federal Communications Commission (FCC) to require that broadband providers “use readily
available means to prevent the use of their broadhand networks to transfer pirated content,” an
opinion shared by others, such as the Motion Picture Association of America.

However, to make that determination, Internet Service Providers must rely on commercial
software applications which are inherently flawed. As a result, copyright Jilters will always be
over-inclusive when blocking online content and will inevitably interfere with, and suppress,
completely legal forms of speech and expression,

Filtering Internet content is a significant public policy issue; failure to fully and publicly address
this issue poses potential competitive, legal and reputational harm to our Company. Legal
liabilities are raised by FCC regulations, the Wiretapping Act and unfair business practice laws.
Content filtering could undermine the so-called “safe harbor” provisions granted to ISPs under
the Digital Millennium Copyright Act and risk violating the Electronic Communications Privacy
Act.! The Internet Freedom Preservation Act of 2009 now before Congress could present new

challenges. :

Commerclal pressures to monetize Internet commiunications and the technological ability to do
so with the same surveillance technologies used in repressive regimes raise challenging
questions for the Company.




Therefore, be it resolved, that shareholders request that the board prepare a report for
shareholders, by October 2010 at reasonable cost and excluding proprietary and confidential
information, on the merits of the board publicly adopting a set of guiding principles for the
company to promote a free and open internet. : ‘

In developing principles, we urge the board to consider authoritative statements on human
rights or the Internet, including the Internet principles adopted In 2005 by the FCC; the Global
Network Initiative principles; and the Universal Declaration of Human Rights.

i Language of DMCA and ECPA risks Is taken from Public Knowledge document on filtering.
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BNY MELLON
ASSET SERVICING

US Securities Services

November 17, 2009
To Whom It May Concern

Re: Comecast Corp.  CUSIP#: 20030N101

Dear Madame/Six:

The purpose of this letter is to provide you with the holdings for the above referenced asset
continuously held in custody from November 17, 2008 through today at The Bank of New York
Mellon in the name of Cede and Company for the New York City Employees' Retirement System.

The New York City Employees' Retirement System 3,019,517 shares
Please do not hesitate to contact me should you have any specific concerns or questions.

Sincerely,
m ,,7 eolermarnn

Alice Tiedemann
Vice President

One Wall Street, New York, NY 10286
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BNY MELLON
ASSET SERVICING

US Securities Services

November 17, 2009

To Whom It May Concern

Re: Comeast Corp. CUSIP#: 20030N101

Dear Madame/Sir;

The purpose of this letter is to provide you with the holdings for the above referenced asset
continuously held in custody from November 17, 2008 through today at The Bank of New York
Mellon in the name of Cede and Company for the New York City Teachers' Retirement System.

The New York City Teachers' Retirement System 3,131,159 shares

Please do not hesitate to contact me should you have any specific concerns or questions.
Sincerely,
 Frsolormtonms

Alice Tiedemann
Vice President

One Wall Street, New York, NY 10286
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BNY MELLON
ASSET SERVICING

US Securities Services

November 17, 2009
To Whom It May Concern

Re: Comcast Corp. CUSIP#: 20030N101

Dear Madame/Sir:

The purpose of this Ietter'is to provide you with the holdings for the above referenced asset
continuously held in custody from November 17, 2008 through today at The Bank of New York
Mellon in the name of Cede and Company for the New York City Police Pension Fund.

The New York City Police Pension Fund 1,385,673 shares
Please do not hesitate to contact me should you have any specific concerns or questions,
Sincerely, .

Alice Tiedemann
Vice President

One Wall Street, New York, NY 10286
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BNY MELLON
ASSET SERVICING

US Securities Services

November 17, 2009
To Whom It May Concern

Re:  Comecast Corp. CUSIP#: 20030N101

Dear Madame/Sir:
The purpose of this letter is to provide you with the holdings for the above referenced asset

continuously held in custody from November 17, 2008 through today at The Bank of New York -
Mellon in the name of Cede and Compeany for the New York City Fire Department Pension Fund.

The New York City Fire Department Pension Fund 425,095 shares
Please do not hesitate to contact me should you have any specific concerns or questions.

Sincerely,

Wlrcs, Ateolbnnn.
Alice Tiedem.ann
Vice President

One Wall Street, New York, NY 10286
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BNY MELLON
ASSET SERVICING

US Securities Services

November 17, 2009

To Whom It May Concen

Re: Comcasi Corp. CUSIP#: 20030N101

Dear Madame/Sir: .
The purpose of this letter is to provide you with the holdings for the above referenced asset

continuously held. in custody from November 17, 2008 through today at The Bank of New York
Mellon in the name of Cede and Company for the New York City Board of Education Retirement

System.

The New York City Board of Education Retirement System 122,336 shares
Please do not hesitaté to contact me should you have any specific concerns or questions.

Sincerely,

Alice Tiedemann
Vice President

One Wall Street, New York, NY 10286
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EXHIBIT B
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LC—)TR ' L L l U M l&i%“quEMENT' Tritlium Asset Management Corporation

25 Years of investing for a Better Worid- www,tril!iumin‘{est.com

December 3, 2009

Axthur R. Block, Secretary
Comcast Corporation

One Comcast Center
Philadelphia, PA 19103

Via fax: 215-286-7794
Dear Mr. Block:

Trillium Asset Managerent Corporation (“Trillium™) is an investment firm based in Boston,
Massachusetts specializing in socially responsible asset managcment We currently manage about $900
million. for institutional and individual clients,

I am hereby authorized to notify you of our intention to co-file, on behaif of our client, Louise Rice, the
encloscd sharcholder resolution at Comcast Corporation (CMCSA). The New York City Pension
Funds is the lead filer on this resolution. This resolution is submitted for inclusion in the 2010 proxy
statement, in accordance with rule 14a-8 of the General Rules and Regulations of the Securities and
Exchange Act of 1934 (17 CF.R. § 240.14a-8). Trillium submits this proposal on behalf of our cliént,
who is the beneficial owner, pet rule 14a-8, of more than $2,000 worth of CMCSA common stock
acquired more than one year prior to this date. Qur client will remain invested in this position through
the date of the 2010 annual meeting. Enclosed please find verification of ownership. We will send a.
representative o the stockboldors® meeting to move the resolation as required by the SEC rules.

Please direct any communications to myself at 711 Atlantic Avenue, Boston, MA 62111, via fax at 617-
482-6179, via telephone at 503-552-0864, or via efnail at jkron@trilliuminvest.com.

We appreciate your attention to this matter.

-

Sincerely,

Jonas Kron, Esq.
Senior Social Research Analyst
Enclosure
BOSTON DURHAM SAN FRANCISCO - BQISE
711 Adtandc Aver e 353 West Moln Stroe:, Seeend Floor 369 Pine Street, Svite 711 . ::?W; ;:m;;s;e;l’, 15;&: 530
2809 Dutham, North Caroling 27701-3213 Saa Frandsco, Calfornla 84104-3310 e, Idaho -61 .,
prpp g 1u;7;":880r255 F: 919~688-1451 T: 415-392-4806 F1215-392-4535 . 205-387-0777 F: 208-387-0278 @
sl

T.617-423-6555 F1617-452-6173

800-548-5684 800-853-1311 800-933-4806 B800-567-0538 .
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Adoption of Policy on Internet Freedom of Expression

The [ntemnet has become a defining infrastructure of our economy and society; Intemet Service
Providers (ISPs) arc gatekeepers to this infrastracture, forging rules that shape, enable and limit
Internet use, . .

Current and developing Internet technologies provide companies such as ours with powerful tools
and exciting business opportunities. But these same technologies have the potential to severcly
inhibit an open and free Internet; they can be misused, abused or otherwise subject our Company to
new risks. )

Opefaﬁng successfully in this terrain requires a strong and public strategic vision from corporate
leadership. Our Company needs a set of principles that will altow it to prosper financially and
responsibly address its social responsibilities. '

Content filtering technology demonstrates potential risks. It has been deployed outside the U.S. by
governments in kran and China o suppress legitimate dissent and curb & free and open Internet,

In the U.S., there are numerous pressures on the Company to use filtering technologies for
commercial purposes. For example, copyright owners such as NBC Universal have asked the
Federal Communications Cornmission (FCC) to require that broadband providers “use readily
available means to prevent the nse of their broadband networks to transfer pirated content,” an
opinion shared by others, such as the Motion Picture Association of America. -

However, to make that determination, Internet Service Providers must rely on commercial software
applications which are inherently flawed. Asa result, copyright filters will always be over-inclusive
when blocking online content and will inevitably interfere with, and suppress, completely legal
forms of speech and expresSion.

Tiltering Internet content is a significant public policy issue; failure to fully and publicly address
this issue poses potential competitive, legal and reputational harm to our Company. Legal Habilities
are raised by FCC regulations, the Wirctapping Act md unfair business practice laws, Content
fitering could undermine the so-called “safe harbor™ provisions granted to ISP under the Digital
Millermium Copyright Act and risk violating the Electronic Communications Privacy Act. Action by
the US Congress could present new challenges.

Commercial pressures to monetize Intornet communications and the technological ability to do so
with the same surveillance technologies used in Tepressive regimes raise challenging questions for
the Company.

" Therefore, be it resolved, that shareholders request that the board prepare a report for sbareholders,
by October 2010 at xeasonable cost and excluding proprietary and confidential information, on the
merits of the board publicly adopting a set of guiding principles for the company to pramote a free

and open Internet.

In developing principles, we urge the board to consider authoritative staternents on human rights
and the Internet, including the Internet principles adopted in 2005 by the FCC; the Global Network
Inidative principles; as well as the Universel Declaration of Human Rights,
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AP
LHRETICS SCHWAB
FO Box 628290 Orianda Fiorida 32882-8250 INSTITUTIONAL

December 1, 2009

Arthur R. Block, Secretary
Comcast Corporation

One Comcast Center
Philadelphia, PA 19103

Re: Louise Rice / Schwab Account #* FISMA & OMB Memorandum M-07-16 ***
To Whom It May Concern:

This is 1o confirm that CharJes Schwab & Co, holds as custodian for the above referenced
account more than $2,000.00 (two thousand dellars) worth of common stock in Comeast
Corporation (CMCSA) These shares have been held continuously for at least one year
_prior to and through today’s date.

The shares are held at Depository Trust Company under the Nominee name of Charles
Schwab and Company, Inc.

This letter serves as confirmation that the account holder listed above is the beneficial
owner of the above referenced stock.

Sincerely,

P

James Grimes

| Behvab Psibdonal & B chislon of Crar vs Schvvab & Ce, Inc. {*Scrwnc™). Memibr SIFC, LTRG 10340R02
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Shelley Alpem -

Director of Social Research & Advocacy
Trillium Asset Managemant Corp.

711 Aflantic Avenne

* Boston, MA 02111

Dear Mx. Alpeny: N
I.hm:by euthorize Tdltum Asset Management Corporation tp Sl 2 shareholder resolation on.my

behalfat Comcast Corporation,

T am the benedicial ovwner of 429 shares of Comcast Corporation (CMCSA) common stock thet I have
contimionsly held for tore tha one year. ¥ intend to hold the aforementioned shares of stock
contizuously through the date of the company’s anuual meeting in 2010. )

T specifically give Trillrom Asset Management Corparation fall authority to deal, on.my behalf, with
any and all aspects of the aforementionsd shareholder resolution. Tvuderstend that wry name may
éppear on the corperation’s proxy statement as the fike of the sfmemcntionsd resolotion.

711 Atlantic Avenue, Boqton,MAozin

/3] 64 ‘»

Date /
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(comcast ———
. 2001 Penngylvanla Ave., NW
’ . Suite 500
: Washinglon. DC 20006
202.378.7100 Tel
202.486.7718 Fax

www.comeast.com

September 19, 2008

VIA ECFS AND HAND DELIVERY

Ms. Marlene H. Dortch

Secretary

Federal Communications Commission
445 12™ Street, S.W.

Washington, D.C. 20554

Re:  In the Matter of Formal Complaint of Free Press and Public Knowledge
) Against Comcast Corporation for Secretly Degrading Peer-to-Peer
Applications, File No. EB-08-1H-1518

In the Matter of Broadband Industry Practices; Petition of Free Press et al.
for Declaratory Ruling that Degrading an Internet Application Vielates the
FCC’s Internet Policy Statement and Does Not Meet an Exception for
“Reasonable Network Management,” WC Docket No. (7-52

Dear Ms. Dortch:

In accordance with the Commission’s August 20, 2008 Memorandum Opinion and Order
regarding Comcast’s network management practices for our High-Speed Internet (*HSI™)
service,’ Comcast hereby complies with the three filing requirements set forth therein.
Specifically, consistent with Paragraphs 54 and 59 of the Commission’s Order, we submit the
following:

(1) a description of our current approach to managing network congestion
{Attachment A);

(2) a description of the new protocol-agnostic congestion management practices to which
we are transitioning no later than year-end 2008 {Attachment B); and

(3) a compliance plan setting forth the benchmarks that we will meet as part of this
transition (Attachment C). We have also included in this document our plans for direct
communication with our customers during this transition.

! In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading
Peer-to-Peer Applications: Broadband Industry Practices; Petition of Free Press el al. for Declaratory Ruling That
Degrading an Internet Application Violales the FCC's Infernef Policy Statement & Does Not Meet an Exception for
"Reasonable Network Management,” Mem. Op. and Order, FCC 08-183 (Aug. 20, 2008) (“Order”).



Ms. Marlene Dortch
September 19, 2008
Page 2 of 3

These filings are consistent with our previously announced commitment to transition
away from the congestion management practices we currently use to prevent peer-to-peer
(“P2P”) traffic from degrading our customers’ use and enjoyment of our HSI service to a new set
of protocol-agnostic congestion management practices, and to do so across our network by
December 31, 2008. Over the last several months, we have conducted technical trials to
determine how best to implement a new protocol-agnostic approach to congestion management.
We are making excellent progress and are on track to complete the transition as scheduled. Agin
everything we do, our goal is to ensure continued delivery of a world-class service to all of our
subscribers, while minimizing the impact on any individual users whose traffic must be managed
as part of this process.

We continue to refine the details of our new practices, so we commit to make
supplementary filings in this docket as necessary to keep the Commission (and the public)
informed of any material changes in our plans before we complete the transition to protocol-
agnostic congestion management by year-end., Separate and apart from the requirements of the
Order, we have an ongoing commitment to our customers to provide a world-class Internet
experience. To do so, we must always preserve the flexibility to manage our network in lawful
and appropriate ways. Moreover, we know that clear communication with our customers is
essential to a successful long-term relationship. So we are committed to ensuring that our
customers receive clear, concise, and useful information about the services that we provide.

Even as we adopt the new network management practices described in Attachment B, we
continue to make the investments in network upgrades that will permit us to better prevent
congestion and meet our customers’ ever-increasing demands for bandwidth. For example,
earlier this year we doubled, and in many cases tripled, the upload speeds for almost all of our
existing HSI customers. In addition, since our initial rollout of DOCSIS 3.0 (which currently
offers consumers wideband download speeds of up to 50 Mbps and upload speeds of up to 5
Mbps) in the Twin Cities Region in April, we have continued preparations to deploy
DOCSIS 3.0 to up to 20 percent of our footprint by the end of this year, and in many more
markets in 2009. :

As all of the Commissioners recognize, the Internet is an engine for innovation and
economic growth. We are proud to be a leader in bringing broadband Internet to consumers all
over the country, adding fuel to that engine. We will continue to work hard to deliver a world-
class service that gives all of our subscribers access to the content, applications, and services that
they demand.



Ms. Marlene Dortch
September 19, 2008
Page 3 of 3

Please contact me should you have any questions regarding this submission.

Sincerely,

/s/ Kathryn A. Zachem
Kathryn A. Zachem
Vice President, Regulatory Affairs
Comcast Corporation

cc: Chairman Kevin J. Martin
-Commissioner Michael J. Copps
Commissioner Jonathan S. Adelstein
Commissioner Deborah T. Tate
Commissioner Robert M. McDowell :
Daniel Gonzalez Kris Monteith

Dana Shaffer Amy Bender
Scott Bergmann Greg Orlando

Scott Deutchman Nick Alexander
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EXHIBIT D



ATTACHMENT A:

COMCAST CORPORATION
DESCRIPTION OF CURRENT NETWORK MANAGEMENT
PRACTICES o



COMCAST CORPORATION .
DESCRIPTION OF CURRENT NETWORK MANAGEMENT PRACTICES

Pursuant to Paragraphs 54 and 59 of the Commission’s Memorandum Opinion & Order
regarding how Comcast manages congestion on its High-Speed Internet (“HSI") network,
Comecast hereby “disclose[s] to the Commission the precise contours of the network management
practices at issue here, including what equipment has been utilized, when it began to be
employed, when and under what circumstances it has been used, how it has been configured,
what protocols have been affected, and where it has been deployed.”

L INTRODUCTION

Comeast’s HSI network is a shared network, This means that our HSI customers share
upstream and downstream bandwidth with their neighbors. Although the available bandwidth is
substantial, so, too, is the demand. Thus, when a relatively small number of customers in a
neighborhood place disproportionate demands on network resources, this can cause congestion
that degrades their neighbors’ Internet experience. In our experience, over the past several years,
the primary cause of congestion (particularly in the upstream portion of our network) has been
the high-volume consumption of bandwidth associated with use of certain peer—to—‘pecr (“P2P7)
protoco!é. In order to tailor our nietwork management efforts to this reality, Comcast’s current
congestion management practices were designed to address this primary contributor to
congestion. Our objective in doing so was to provide all our customers with the best possible
broadband Internet experience in the marketplace.

As described in Attachment B, in response to significant stated concerns of the Internet

community, Comcast had already announced plans to transition away from its P2P-specific

! In re Formal Complaint of Free Press & Pub. Knowledge Against Comcast Corp. for Secretly Degrading
Peer-to-Peer Applications; Broadband Industry Practices; Petition of Free Press et al. for Declaratory Ruling That
Degrading an Internet Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exception  for
“Reasonable Network Management,” Mem. Op, and Order, FCC 08-183 1 54, 59 (Aug. 20, 2008) (“Order™).



congestion management practices and terminate them entirely by December 31, 2008, Paragraph
54 of the Order directs Comeast to describe these current practices, and we do so here.”

At the outset, we provide some background on how these practices came into being and
how they work in a general sense. We then provide the greater detail required by the Order.

IL BACKGROUND

To understand exactly how Comcast currently manages congestion on its network, it is
helpful to have a general understanding of how Comcast's HSI network is designed.> Comcast’s
HSI network is what is commonly referred to as a hybrid fiber-coax network, with coaxial cable
connecting each subscriber’s caf)le modem to an Optical Node, and fiber optic cables connectiné
the Optical Node, through distribution hubs, to the Cable Modem Termination Systemn
(“CMTS”), v;/hich is also known as the “data node.” The CMTSes are then connected to higher-
level routers, which in furn are connected to Comcast’s Internet backbone facilities. Today,
Comcast has approximately 3300 CMTSes deployed throughout our network, serving our
14.4 million HSI subscribers.

Each CMTS has multiple “ports” that handle traffic coming into and leaving the CMTS,
In particular, each cable modem deployed on the Comcast HSI network is connected to the
CMTS through the “ports” on the CMTS. These ports can be either “downstream” ports or
“upstream” ports, depending on whether they send information to cable modems (downstream)

or receive information from cable modems (upstream) attached to the port. Today, on average,

z Although the Order focuses entirely on Comcast’s current practices with respect to controlling network
congestion, Comicast’s efforts to deliver a superior Internet experience involve a wide variety of other network
management efforts beyond congestion control. As Comcast has previously explained, we actively manage our HSI
network in order to enhance our customers’ Internet experience by, among other things, blocking spam, preventing
viruses from harming the network and our subscribers, thwarting denial-of-service attacks, and empowering our
customers® ability to control the content that enters their homes.

’ The reader may find it useful to refer to the attached glossary for additional explanation of unfamiliar
terms. ’



about 275 cable modems share the same downstream port and about 100 cable modems share the
séme upstream port. As will be described later in this document, Comcast’s current congestion
management practices focus solely on a subset of upstream traffic.

Internet usage patterns are dynamic and change constantly over time. As broadband
networks deliver higher speeds, this enables thé deployment of new content, applications, and
services, which in turn leads more and more households to discover the benefits of broadband
Internet services. Several years ago, Comcast became aware of a growing problem of congestion
on its HSI network, as traffic volumes, particularly for upstream bandwidth (which is
provisioned in lesser quantities than downstream bandwidth®), were growing ‘rapidly and
affecting the use of variou.s .applications and services that are particularty sensitive to latency
(i.e., packets arriving slowly) or jitter (i.e., packets arriving with variable delay). |

In order to diagnose the cause of the congestion and explore means to alleviate it, in May
2005, Comecast began trialing network management technology developed by Sandvine, Inc.

The Sandvine technology identified which protocols were génerating the most traffic and where
in the network the congestion was occurring. After jointly reviewing significant amounts of
usage data, Comcast and Sandvine determined that the use of several P2P protocols was
regularly generating disproportionate burdens on the network, primarily on the upstream portion
of the network, causing congestion that was affecting other users on the network.

As previously explained on the record and described in greater detail below, in order to

mitigate congestion, Comcast determined that it should manage only those protocols that placed

4 This asymmetric provisioning of bandwidth is based on how the vast majority of consumers have
historically used the Internet, i.e., most consumers have been far more interested in how fast they could surf the web,
how fast they could download files, and whether they could watch streaming video than in uploading large files.
Even today, with the widespread proliferation of services that place greater demand on upstream resources, most
consumers still download much more than they upload, and so we continue to architect our network to optimize the
experience of the vast majority of our users. As usage patterns change over time, so, too, will our provisioning
practices.



excessive burdens on the network, and that it should manage those protocols in a minimally
intrusive way utilizing the technology available at the time. More specifically, in an effort to
avoid upstream congestion, Comcast established thresholds for the number of‘ simultaneous
unidirectional uploads that can be initiated for each _of the managed protocols in any given
geographic arca; when the number of simultaneous sessions remains below those thresholds,
uploads are not managed. The thresholds for each protocol varyhdepending‘ upon a number of
factors discussed in detail below, including how the particular protocol operates and the burden
that the particular protocol was determined to place on our upstream bandwidth. These
management practices were not baséd on the type (video, music, data, etc.) or content of traffic
being uploaded.

The Sandvine equipment has been used (1) to determine when the number of
simultaneous unidirectional upload sessions for a particular P2P protocol in a particular
geographic area reaches its pre-determined threshold, and (2) when a threshold is reached, to
temporarily delay the initiation of any new unidirectional upload sessions for that protocol until
the number of simultaneous unidirectional upload sessions drops below that threshold.

IIl. WHATEQUIPMENT IS UTILIZED?

The specific equipment Comcast uses to effectuate its network management practices is a
device known as the Sandvine Policy Traffic Switch 8210 (“Sandvine PTS 8210). Literature
describing this product is attached. The following sections explain where and how Comcast uses

the Sandvine PTS 8210.



IV. ~ 'WHERE HAS THE EQUIPMENT BEEN DEPLOYED AND WHEN AND UNDER
WHAT CIRCUMSTANCES HAS IT BEEN USED? '

Comcast initially began technical trials with the Sandvine PTS 8210s starting in May
2005. Commercial (i.e., not trial) deployment of this equipment took place over an extended
p‘criod of time, beginningb in 2006. We achieved wide-scale deployment in 2007.°

On Comcast’s network, the Sandvine PTS 8210 is deployed “cut-of-line” (that is, out of
the regular traffic ﬂow)évand is located adjacent to the CMTS. Upstream traffic from cable
modems will pass through the CMTS on its way to upstream routers, and then, depending on the
traffic’s ultimate destination, onto Comecast’s Internet backbone. A “mirror” replicates the traffic
flow that is heading upstream from the CMTS without otherwise delaying it and sends it to the
Sandvine PTS 8210, where the protocols in the traffic flow are identified and the congestion
management policy is applied in the manner described in greater detail below. In some
circumstances, two small CMTSes located near each other may be managed by a single Sandvine

PTS 8210.7 The following graphics provide a simplified illustration of these two configurations:

5 Some locations currently have a network design that is different from the standard Comcast network design
because we are trialing new protocol-agnostic congestion management practices in those locations, we are preparing
those locations for evolution to DOCSIS 3.0 (which has already been launched in one market), or we acquired those
systems from other operators and are in the process of standardizing them. The congestion management practices
described herein are not used in those systems. The Jocations of our trials have been widely publicized, but
disclosure of proprietary plans regarding the order and timing for network investments and service upgrades would
cause substantial competitive harm. )

s Comcast deploys the Sandvine PTS 8210 “out-of-line” so as to not create an additional potential “point-of-
* failure” (i.e., a point in the network where the failure of a piece of equipment would cause the network to cease
operating properly). The Sandvine equipment can also be deployed “in-line,” which can make the management
effectuated by the equipment nearly undetectable, but Comcast does not employ this configuration.

! Although the PTS generally monitors traffic and effectuates policy at the CMTS level, the session
management interface is administered at the Upstream Router, one layer higher in the overall architecture.
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V. . HOW HAS THE EQUIPMENT BEEN CONFIGURED AND WHAT PROTGCOLS
HAVE BEEN AFFECTED?

For purposes of managing network congestion,® the Sandvine PTS 8210 has been
configured to identify unidirectional P2P uploads for the protocols -- identified below -- that
were determined to be the primary causes of upstream congestion.” To do this, the Sandvine
PTS uses technology that proceéses the addressing, protocol, and header information of a
particular packet to determine the session type. The Sandvine PTSes, as deployed on Comcast’s
network, do not inspect the content. These devices only examine the relevant header information
in the péckct that indicates what type of protocol is being used (i.e., P2P, VoIP, e-mail, etc.).
The equipment used does nof read the contents of the message in order to determine whether the
p2p paéket is text, music, or video; listen to what is said in a VolP pécket; read the text-of an e-
mai! packet; identify whether any packet contains political speech, commercial speech, or
entertainment; or try to discern whether packets are personal or business, legal or illicit, ete.

The following diagram graphically depicts the session identification technique
undertaken by the Sandvine PTS 8210 as deployed on Comcast’s network. The first layers
include addressing, protocol, and other “header” information that tells the network equipment
what kind of packet it is. - The “content” layer is the actual web page, music file, picture, video,

etc., and is not examined by the Sandvine equipment.

i The Sandvine PTS 8210 has not been used solely to manage congestion. It also performs numerous
functions related to network management and security, including traffic analysis, anti-spam measures, denial-of-
service attack prevention, and other similar functions.

° A “unidirectiona! upload” session is different from an upload associated with a “bidirectional upload”
session. A session is considered bidirectional when the user is simultancously uploading to and downloading from
another individual using a single TCP flow. Two of the protocols that are managed, BitTorrent and eDonkey, use
bidirectional sessions; the other protocols only use unidirectional sessions. A large percentage of P2P traffic is
bidirectional and is not managed by these techniques.
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In selecting which ‘PZP protocol uploads to manage, network data were analyzed that
identified the particular protocols that were generating disproportionate amounts of traffic.
Based on that ana_lysis, five P2P protocols were identified to be managed: Ares, BifTorrent,
eDonkey, FastTrack, and Gnutélla. Four of those protocols have been subject to Comcast’s
management practices since Comcast first implemented these practices. Ares was added in
November 2007 after traffic analysis showed that it, too, was generating Gisproportionate
demands on network resources.

For each of the managed P2P protocols, the PTS monitors and identifies the number of
simultaneous unidirectional uploads that are passed from the CMTS to the upstream router.
Be;:ause of the prevalence of P2P traffic on the upstream portion of our network, the number of
simultaneous unidirectional upload sessions of any panicular‘PZP protocol at any given time
serves as a useful proxy for determihing the level of overall network congestion. For each of the

protocols, a session threshold is in place that is intended to provide for equivalently fair access
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between the protocols, but still mitigate the likelihood pf congestion that could cause service
. degradation for our customers.

Developing session thresholds for each P2P protocol must take into account the unique
characteristics and behavior of each particular protocol. For example, BitTorrent and eDonkey
use both bidirectional and unidirectional upload sessions, whereas Ares, FastTrack, and Gnutella
only use unidirectional upload sessions.'® And even between BitTorrent and eDonkey, there are
significant differences, The BitTorrent protocol more heavily promotes bidirectional uploads as
compared to eDonkey, so, while they both may have the same total number of sessions,
BitTorrent would have a much higher percentage of bidirectional sessions than eDonkey.
Diffcrences also arise between Ares, FastTrack, and Gnutella. For example, each protocol
consumes diffgrent amounts of bandwidth per session (e.g., a high percentage of Ares
unidirectional uploads consume negligible bandwidth).

The following table lays out by protocol the simultaneous unidirectional upload session
thresholds for each protocol as well as the typical ratio of bidirectionai /to unidirectional traffic '
observed on our HSI network for those P2P protocols that use both, a_nd other factors that

contribute to the overall bandwidth consumption by protocol.

0 Session thresholds are not applied to bidirectional u.ploads 50 as to not interfere with the corresponding -
download. ‘



Ares (N/A) | 150 150 Many overhead flows exist for
signaling, using little or no
bandwidth. The session limit is
set higher to account for this.
Ares is typically used for small
: files.

BitTorrent | ~20:1 ~160 8 High ratio of bidirectional to
unidirectional flows. The
bidirectional to unidirectional
ratio varies. Typically used for

large files.

eDonkey | ~3:1 ~42 32 Low ratio of bidirectional to
unidirectional flows. Used for
large files.

FastTrack | (N/A) |24 R4 Typically used for large files.

Gnutella | (N/A) |80 80 Typically used for small files.

Table 1: Managed Protocols, Relevant Thresholds, and Other Notes

When the number of unidirectional upload sessions for any of the managed P2P protocols
for a particular Sandvine PTS reaches the pre-determined session threshold, the Sandvine PTS.
issues instructions called “reset packéts” that delay unidirectional uploads for that particular P2P
protocol in the geographic area managed by that Sandvine PTS. The “reset” is a flag in the
packet header used to cémmunicate an error condition in communication between two computers
on the Internet. As used in our current congestion management practices, the reset packet is used
to convey that the system cannot, at that moment, process additionalv high-resource demands
without creating risk of céngestion. Once the number of simultaneous unidirectional uploads
falls below the pre-determined session limit threshold for a particular protoco}, new uploads

using that protocol are allowed to proceed. Some si gnificant percentage of P2P sessions last

! This number reflects the total number of sessions that we estimate are on-going at any moment in time
when the number of simultaneous upload sessions has met the threshold that has been established for that protocol.
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only a few seconds, so, even when the thresholds are met, new opportunities for unidirectional .
uploads generally occur quite frequently.

V1. CONCLUSION

Data collected from our HSI netwox;k demonstrate that, even with these current
management practjces in place, .PZP traffic continues to comprise approximately half of all
upstream traffic transmitted on our HSI network -- and, in some locations, P2P traffic is as much
as two-thirds of total upstream traffic. The data also show that, even for the most heavily used
P2P protocols, more than 90 percent of these flows are unaffected by the congestion
management, ‘Data recently collected from our network show that, when a P2P upload from a-
particular computer was delayed by a reset packet, that same computer successfully initiated a
P2P upload within one minute in 80 percent of the cases. In fact, most of our customers using
P2P protocols to upload on any given day never experienced any delay atall,

Nonetheless, as Comcast previously stated and as the Order now requires, Comcast will
end these protocol-specific congestion management practices throughout its network by the end

of 2008,
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Basic Glossary

Cable Modem:

A device located at the customer premise used to access the Comcast High Speed Internet (HSI)
- network. In some cases, the cable modem is owned by the customer, and in other cases it is
owned by the cable operator. This device has an interface (i.e., someplace to plug in a cable) for
connecting the coaxial cable provided by the cable company to the modem, as well as one or

. more interfaces for connecting the modem to a customer’s PC or home gateway device (e.g.,
router, firewall, access point, etc.). In some cases, the cable modem function, i.e., the ability to
access the Internet, is integrated into a home gateway device or embedded multimedia terminal
adapter (¢eMTA). Once connected, the cable modem links the customer to the HSI network and
ultimately the broader Internet.

Cable Modem Termination System (CMTS):

A picce of hardware located in a cable operator’s local network (generally in a “headend”) that
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple
way to think of the CMTS is as a router with interfaces on one side leading to the Internet and
interfaces on the other connecting to Optical Nodes and then customers.

Cable Modem Termination System Port:

A CMTS has both upstream and downstream network interfaces to serve the local access
network, which we refer to as upstream or downstream ports. A port generally serves a
neighborhood of hundreds of homes.

Channel Bonding:

A technique for combining muitiple downstream and/or upstream channels to increase
customers’ download and/or upload speeds, respectively. Multiple channels from the HFC
network can be bonded into a single virtual port {(called a bonded group), which acts as a large
single channel or port to provide increased speeds for customers. Channel bonding is a feature
of Data Over Cable Service Interface Specification (DOCSIS) version 3.

Coaxial Cable (Coax):

A type of cable used by a cable operator to connect customer premise equipment (CPE) -- such
as TVs, cable modems-(including embedded multimedia terminal adapters), and Set Top Boxes -
- to the Hybrid Fiber Coax (HFC) network. There are many grades of coaxial cable that are used
for different purposes. Different types of coaxial cable are used for different purposes on the
network.

Comcast High Speed Internet (HSI):

A service/product offered by Comeast for delivering Internet service over a broadband
connection.

Customer Premise Equipment (CPE):

Any device that resides at the customer’s residence.



Data Over Cable Service Interface Specification (DOCSIS):

A reference standard that specifies how components on cable networks need to be built to enable
HSI service over an HFC network. These standards define the specifications for the cable
modem and the CMTS such that any DOCSIS certified cable modem will work on any DOCSIS
certified CMTS independent of the selected vendor. The interoperability of cable modems and
cable modem termination systems allows customers to purchase a DOCSIS certified modem
from a retail outlet and use it on their cable-networked home. These standards are available to
the public at the CableLabs website, at http://www.cablelabs.com.

Downstream:

Description of the direction in which a signal travels. Downstream traffic occurs when users are
downloading something from the Internet, such as watching a YouTube video, reading web
pages, or downloading software updates.

Headend:

A cable facility responsible for receiving TV signals for distribution over the HFC network to the
end customers. This facility typically also houses the cable modem termination systems. This is
sometimes also called a “hub.”

Hybrid Fiber Coax (HFC):
Network architecture used primarily by cable companies, comprising of fiber optic and coaxial
cables that deliver Voice, Video, and Internet services to customers.

Internet Protocol (IP):

Set of standards for sending data across a packet switched network like the Internet. Inthe Open
System Interconnection Basic Reference Model (OSI) model, IP operates in the “Network
Layer” or “Layer 3.” The HSI product utilizes IP to provide Internet access to customers.

Internet Protocol Detail Record (IPDR):

Standardized technology for monitoring subscribers® upstream and downstream Internet usage
data based on their cable modem. The data is collected from the CMTS and sent to a server for
further processing. Additional information is available at: hitp://www.ipdr.org.

Optical Node:

A component of the HFC network generally located in customers” local neighborhoods that is
used to convert the optical signals sent over fiber-optic cables to electrical signals that can be
sent over coaxial cable to customers’ cable modems, or vice versa. A fiber optic cable connects
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical
‘Node to customers’ cable modems. '

Open Syétem Interconnection Basic Reference Model (OSI Model):

A framework for defining various aspects of a communications network in a layered approach,
Each layer is a collection of conceptually similar functions that provide services to the layer
above it, and receive services from the layer below it. The seven layers of the OSI model are

listed below:



Layer 7 — Application
Layer 6 — Presentation
Layer 5 — Session
Layer 4 - Transport
Layer 3 — Network
Layer 2 — Data Link
Layer 1 — Physical

Port:

A port is a physical interface on a device used to connect cables in order to connect with other
devices for transferring information/data. An example of a physical port is a CMTS port. Prior
to DOCSIS version 3, a single CMTS physical port was used for either transmitting or receiving
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the
channel bonding feature, multiple CMTS physical ports can be combined to create a virtual port.

Provisioned Bandwidth:

*Comcast-specific definition* The peak speed associated with a tier of service purchased by a
customner. For example, a customer with a 16 Mbps/2 Mbps (Down/Up) speed tier would be said
to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth.

Quality of Service (QoS):

Set of techniques to manage network resources to ensure a level of performance to specific data
flows. One method for providing QoS to a network is by differentiating the type of traffic by
class or flow and assigning priorities to each type. When the network becomes congested, the
data packets that are marked as having higher priority will have higher likelihood of getting
serviced. '

Transmission Control Protocol (TCP);

Set of standard rules for reliably communicating data between programs operating on computers,
TCP opetates in the “Transport Layer” or “Layer 4” of the OS] model and deals with the ordered
delivery of data to specific programs. If we compare the data communication network to the US
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the

" Postal Address of the recipient where the TCP Layer would bethe ATTN field or the person that
is to receive the mail. Once the receiving program receives the data, an acknowledgement is
returned to the sending program.

Upstream: -

Description of the direction in which a signal travels. Upstream traffic occurs when users are
uploading something to the network, such as sending email, sharing P2P files, or uploading
photos to a digital photo website.
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. COMCAST CORPORATION
DESCRIPTION OF PLANNED NETWORK MANAGEMENT PRACTICES TO BE
DEPLOYED FOLLOWING THE TERMINATION OF CURRENT PRACTICES

‘Pursuant to Paragraphs 54 and 59 of the Commission’s Memorandum Opinion & Order
regarding how Comcast manages congestion on its High-Speed Internet (“HSI”) network,
Comcast hereby “disclosefs] to the Commission and the public fhe details of the network
management practices that it intends to deploy following the termination of its current practices,
including the thresholds that will trigger any limits on customers’ access to bandwidth.”!

L INTRODUCTION & SUMMARY .

Comcast’s HSI network is a shared network. This means that our HSI customers share
upstream and downstream bandwidth with their neighbors, Although the available bandwidth is
substantial, so, 0o, is the demand. Thus, when a relatively small number of customers in a
neighbérhood place disproportionate demands on network resources, this can cause congestion
that degrades their peighbors’ Internet experience.? The goal of Comcast’s new congestion
management practices will be to enable all users of our network resources to access a “fair share”

of that bandwidth, in the interest of ensuring a high-quality online experience for all of

Comcast’s HSI customers.”

! In re Farmal Complaint of Free Press & Pub. Knowledge Against Comeast Corp. for Secretly Degrading
Peer-to-Peer Applications; Broadband Industry Practices; Petition of Free Press et al. for Declaralory Ruling That
Degrading an Internei Application Violates the FCC's Internet Policy Statement & Does Not Meet an Exception for
"Reasonable Network Management,” Mem. Op. and Order, FCC 08-183 1 54, 59 (Aug. 20, 2008} (“Order”).”

: Although the Order focuses entirely on Comcast’s current practices with respect to controlling network
congestion, Comeast's efforts to deliver a superior Internet experience involve a wide variety of other network
management efforts beyond congestion control. As Comeast has previously explained, we actively manage our HSI
network in order to enhance our customers® Internet experience by, among other things, blocking spam, preventing
viruses from harming the network and our subscribers, thwarting denial-of-service attacks, and empowering our
customers’ ability to control the content that enters their homes.

: These congestion management practices are independent of, and should not be confused with, our recent
announcement that we will amend the “excessive use” portion of our Acceptable Use Policy, effective October I,
2008, to establish a specific monthly data usage threshold of 250 GB per account for all residential HSI customers.
This excessive use threshold is designed to prevent any one residential account from consuming excessive amounts



Importantly, the new approach Wi 11 be protocol-agnostic; that is, it will not manage
congestion by focusing on the use of the specific protocols that place a disproportionate burden
on network resources, or any other protocols. Rather, the new approach will focus on managing
the traffic of those individuals who are using the most bandwidth at times when network
congestion threatens to dcgra‘de subscribers’ broadband experience and who are contributing
disproportionately to such congestion at those points in time. |

Specific details about these practices, includl;ng relevant threshold information, the type
of equipment used, and other particulars, are discussed at some length later in this document. At
the outset, however, we present a very high-level, simplified overview of how these practices
will work once they are deployed.- Despite all the detail provided further below, the
fundamentals of this approach can be summarized succinctly:

1. Software installed in the Comeast network continuously examines aggregate traffic
usage data for individual segments of Comecast’s HSI network, If overall upstream or
downstream usage on a particular segment of Comeast’s HSI network reaches a pre-
determined level, the software moves on to step two.

2. At step two, the software examines. bandwidth usage data for subscribers in the
affected network segment to determine which subscribers are using a disproportionate
share of the bandwidth. If the software determines that a particular subscriber or
subscribers have been the source of high volumes of network traffic during a recent
period of minutes, traffic originating from that subscriber or those subscribers
temporarily will be assigned a lower priority status.

3. During the time that a subscriber’s traffic is assigned the lower priority status, such
traffic will not be delayed so long as the network segment is not actually congested.
. If, however, the network segment becomes congested, such traffic could be delayed.

4. The subscriber’s traffic returns to normal priority status once his or her bandwidth
usage drops below a set threshold over a particular time interval.

of network resources as measured over the course of a month. That cap does not address the issue of network
congestion, which results from traffic levels that vary from minute to minute. We have long had an “excessive use”
limit in our.Acceptable Use Policy but have been criticized for failing to specify what is considered to be

" “excessive.” The new cap provides clarity to customers regarding the specific monthly consumption limit per
account. As with the existing policy, a user who violates the excessive use policy twice within six months is subject
to having his or her Internet service account terminated for one year.
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We have made considerable progress in recent months in formulating our plans for this
new approach, adjusting them, and subjecting them to real-werld trials. Market trials in
Chambersburg, PA; Warrenton, VA; Lake City, FL; East Orangg, FL; and Colorado Springs, CO
have enabled us to validate the utility of the general approach and collect substantial trial data to
test multiple variations and alternative formulations,

Comcast appreciates the Order’s recognition that Comcast “rﬁay not have finalized the
details of the network management practices that it intends to deploy following termination of its
current practices” by the date of this report,* but our progress to date is sufficient that we do not
need to make the certification contemplated by the Order or postpone disclosing the details of
our current plans. Certainly some additional adjustments -- and possibly material changes -- will
be made as we continue our trials and move forward with implementation. Thus, consistent with
the spirit of the language quoted above, Comcast commits, that, until we have completed our
transition to the protocol-agnostic congestion management practices described below, we will
inform the Commission and the public of any material changes to the practices and plans detaiied
here, at least two weeks prior to implementation of any such changes.’

II, - IMPLEMENTATION AND CONFIGURATION

To understand exactly how these new congestion management practices will work, it will
be helpful to have a general understanding of how Comcast’s HSI network is designed.
Coﬁcast’s HSI network is what is commonly referred to as a hybrid fiber-coax network, with
coaxial cable connecting each subscriber’s cable modem to an Optical Node, and fiber optic

cables connecting the Optical Node, through distribution hubs, to the Cable Modem Termination

4 Order § 55 n.246.

5 We recognize that clear communication with our customers is an important part of a successful long-term
relationship. On an ongoing basis, we will provide our customers with clear, concise, and useful information about

the services that we provide.



Sygtem (“CMTS”), which is also known as a “data node.” The CMTSes are then connected to
higher-level routers, which in turn are connected to Comecast’s Internet backbone facilities.
Today, Comcast has approximatety 3300 CMTSes deployed throughout our network, serving ;ur
14.4 million HSI subscribers.

Each CMTS has multiple “ports” that handle traffic coming into and leaving the CMTS,
In particular, each cable modem deployed on the Comcast HSI network is connected to the
CMTS through the ports on the CMTS. These ports can be either f‘downstream” ports or
“upstream” ports, depending on whether they send information to cable modems (downstream)
or receive information from cable modems (upstream) attached to the port.7 Today, on average,
about 275 cable modems share the same downstream port and about 100 cable modems share the
same upstream port. Both types of ports can experience congestion that could degrade the
broadband experience of our subscribers and, unlike with the previous congestion management
practices, both upstream and downstream traffic will be subject to management under these new
practices.’

To implement Cbmcast’s new protocol-agnostic congestion management practices,
Comcast will puréhase new hardware and software that wili be deployed near the Regional
Network Routers (“RNRs”) that are further upstream in Comcast’s netWork. This new hardware
will consist of Internet Protocol Detail Record (“IPDR™) servers, Congestion Management
servers, and PacketCable Multimedia (“PCMM”) servers. Further details about each of these

" pieces of equipment can be found below, in Section III. It is important to note here, however,

¢ The reader may find it useful to refer to the attached glossary, for additional explanation of unfamiliar
terms.
7 The term “port” as used here generally contemplates single channels on a CMTS, but these statements will

apply 10 virtual channels, also known as “bonded groups,” in a DOCSIS 3,0 environment.
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that, even though the physical location of these serverg is at the RNR, the servers will
communicate with -~ and manage individually -- multiple ports on multiple CMTSes to
effectuate the practices described in this document. That is to say, bandwidth uségc on one
CMTS port wifl have no effect on whether the congestion management practices described
hercin are applied to a subscriber on a different CMTS port.

The following diagram provides a simplified graphical depiction of the network

architecture just described:
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Each-Comcast HSI suﬁscriber’s cable modem has a “bootfile” that contains certain pieces
of information about the subscriber’s service to ensure that the ser'\'lice functions properly.® For
example, the bootfile contains information about the maximum speed (what we refer to in this
document as the “prévisioncd bandwidth™) that a particular modem can achieve based on the tier
{personal, commercial, etc.) the customer has purchased. Bootfiles are generally reset from time
to time to account for changes in the network and other updates, and this is usually done throlugh
a command sent from the network and without any effect on the' subscriber. In preparation for
the transition to the new practices, Comcast will send new bootfiles to our HSI customers’ cable
modems that will create two Quality of Sc?rvice (“QoS”) levels for Internet traffic going to and
from the cable modem: (1) “Priority Best-Effort” traffic (“PBE™); and (2) “Best-Effort” traffic
(“BE”). As with previous changes to cable modem bootfiles, the replacement of the old bootfile
with the new bootfile requires no active participation by Comecast customers.’

Thereafter, all traffic going to or coming from cable modems on the Comcast HSI
network will be designated as either PBE or BE. PBE will be the default statﬁs for all Internet
traffic coming from or going to a particular cable modem. Traffic will be designated BE fora
particular cable modem only when both of two conditions are met:

*  First, the usage level of a particular upstream or downstream port of a CMTS, as

measured over a particular period of time, must be nearing the point where congestion
could degrade users® experience. We refer to this as the “Near Congestion State” and,

based on the technical trials we have conducted, we have established a threshold,
described in more detail below, for when a particular CMTS port enters that state.

8 No personal information is included in the bootfile; it only includes information about the service that the
subscriber has purchased.

’ A very small percentage of Comcast’s HSI customers use first-generation cable modems that cannot

support the new congestion management practices. These cable modems will not receive the new bootfiles and,

after December 31, 2008, those cable modems will not be subject to congestion management and all their traffic
effectively will be designated PBE. These older cable modems have less capability to utilize significant amounts of
bandwidth and will, in any event, be replaced over time. )



» Second, a particular subscriber must be making a significant contribution to the
bandwidth usage on the particular port, as measured over a particular period of time.
We refer to this as the *Extended High Consumption State” and, based on the
technical trials we have conducted, we have established a threshold, described in
more detail below, for when a particular user enters that state.
When, and only when, both conditions are met, a user’s upstream or downstream traffic
(depending on which type of port is in the Near Congestion State) will be designated as BE.
Then, to the extent that actual congestion occurs, any delay resulting from the congestion will
affect BE traffic before it affects PBE traffic.

We now éxplain the foregoing in greater detail.

A. Thresholds For Determining When a CMTS Port Is in a Near Congestion
State ’

Fora CMTS port to enter the Near Congestion State, traffic flowing to or from that
CMTS port must exceed a specified level (the “Port Utilization Threshold”) for a specific period
of time (the “Port Utilization Duration™). The Port Utilization Threshold on a CMTS port is
measured as a percentage of the total aggregate upstream or downstream bandwidth for the
particular port during the relevant timeframe. The Port Utilization Duration on the CMTS is
measured in minutes.

Values for each of the threshoids to be used as part of this new management technigue
have been tentatively established aﬁer an extensive process of lab tests, simL;lations, technical
trials, vendor evaluations, customer feedback, and a third-party consulting analysis. In the same
way that specific anti-spam or other network management practi-ccs are adjusted to address new
issues that arise, it is a near certainty that these values will change in both the short-term a;nd the
long-term, as Comcast gathers more data and performs additional analysis resulting from wide-
scale deployment of the new technique. Moreover, as with any large network or software

system, software bugs and/or unexpected errors may arise, requiring software patches or other
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corrective actions. As always, our decisions on these matters will be driven by the marketplace
imperative that we deliver the best possible experience to our HSI subscribers.

Given our experience so far, we have determined that a startin g point for the upstream
Port Utilization Threshold should be 70 percent and the downstream Port Utilization Threshold
should be 80 percent. For i:hc'Port U-tilization Duration, we have determined that the starting
point should be approximately 15 minutes (although some technical limitations in some newer
CMTSes deplbycd on Comcast’s network may make this time period vary siightly); Thus, over
any IS-minutp period, if an e;verage of more than 70 percent of a port’s upsfream bandwidth
capacity or more than 80 percent of a port’s downstream bandwidth capacity is utilized, that port
will be determined to be in a Near Congestion State.

Based on the trials to date, we expect that é typical CMTS port on our HSI network will
be in a Near Congestion State only for relatively small portions of tﬁe day, if at all, though there
is no way to forecast what will be the busiest time on a particular port on a particular day.
Moréover, the trial data indicate that, even when a particular port is in a Near Céngestion State,
the instances where the network actually becomes congested during the Port Utilization Duration
are few, and managed users whose traffic is delayed during those congested periods perceive
little, if any, effect, as discussed below.

B. Thresholds For Determining When a User Is in an Extended High
Consumption State and for Release from that Classification

Once a particular CMTS port is in a Near Congestion State, the software examines

whether any cable modems are consuming bandwidth disproportionately.'® For a user to enter an

o Although each cable modem is typically assigned to a particular houschold, the software does not (and
cannot) actually identify individual users or analyze particular users’ traffic. For purposes of this report, we use
“cable modem,” “user,” and “subscriber” interchangeably to mean a subscriber account or user account and not an
individual person,



Extended High Consumption State, he or she must consume greater than a certain percentage of
his or her provisioned upstream or downstream bandwidth (the “User Consumption Thresﬁold”)
for a specific length of time (the “User Consumption Duration™). The User Consumption
Threshold is measured as a user’s consumption of a particular percentage of his or her total
provision‘ed upstream or downstream bandwidth (the maximum speed that a particular modem
can achieve based on the tier (personal, commercial, etc.) the customer has purchased, e.g., ifa
user buys a service with speeds of 8 Mbps downstream and 1 Mbps upstream, then his or her
provisioned downstream speed is 8 Mbps and provisioned upstream speed is 1 'Mbps).” The
User Consumption Duration is measured in minutes.

vFolIowing lab tests, simulations, technical trials, customer feedback, vendor evaluations,
and a third-party consulting analysis, we have determined that the appropriate starting point for
the User Consumption Threshold is 70 percent of a subscriber’s provisioned upstream or
downstream bandwidth, and that the appropriate starting point for the User Consumption
Duration is !S minutes. That is, when a subscriber uses an average of 70 percent or more of his
or her provisioned upstream or downstream bandwidth over a particular 15-minute period, that
user will be in an Extended High Consumption State.'” As noted above, these values are subject
to change as necessary in the same way that specific anti-spam or other network management
practices are adjusted to address new issues that arise, or should unexpccfed software bugs or

other problems arise.

H Because the User Consumption Threshold is a percentage of provisioned bandwidth for a particular user

account, and not & static value, users of higher speed tiers will have correspondingly higher User Consumption
Thresholds.

iz The User Consumption Thresholds have been set sufficiently high that using the HSI connection for VoIP
or most streaming video cannot alone cause subscribers to our standard-level HSI service to exceed the User -
Consumption Threshold. For example, while Comcast’s standard-level HS] service provisions downstream
bandwidth at 6 Mbps, today, streaming video (even some HD video) from Hulu uses less than 2.5 Mbps, a Vonage
or Skype VolP call uses less than 131 Kbps, and streaming music uses less than 128 Kbps.

9



Based on data collected from the trial markets where the new management practices are
being tested, on average less than one-third of one percent of subscribers have had their traffic
priority status changgd to the BE state on any given day. For example, in Colorado Springs, CO,
the largest test market, on any given day in August 2008, an average of 22 users out of 6,016

_total subscribers in the trial had their traffic priority status changed to BE at some point during
the day.
A user’s traffic is released from a BE state when the user’s bandwidth consumption drops
- below 50 percent of his or her provisioned upstream or downstream bandwidth for a period of
approximately 15 minutes. These release criteria are intended to minimize (and hopefully
prevent) user QoS oscillation, i.e., a situation in which .a particular user could cycle repeatedly
between BE and PBE. NetForecast, Inc., an independent consultant retained to provide analysis
and recommendations regarding Comcast’s trials and related congestionvmanagemer}t work,
suggested this approach, which has worked well in our ongoing trials and lab testing.”” In trials,
we have observed that user trafﬁc rarely remains in a managed state longer than the initial 15-
minute period. |

Simply put, there are four steps to determining whether the traffic associated with a
particular cable modem is designated as PBE or BE: A

1. Determing if the CMTS port is in a Near Congestion State,

2. Ifyes, determine whether any users are in an Extended High Consumption State.

3. If yes, change those users’ traffic to BE from PBE. Ifthe answer at either step one or
step two is no, no action is taken.

1 NetForecast, Inc. is an internationally recognized engineering consulting company that, among other
things, advises network operators and technology vendors about technology issues and how to improve the
performance of a network.
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4. If a user’s traffic has been designated BE, check user consumption at next interval. If
user consumption has declined below predetermined threshold, reassign the user’s
traffic as PBE. If not, recheck at next interval. )

The following diagram graphically depicts how this management process would work in the case
of asituation where upstream port utilization may be reaching a Near Congestion State (the same

diagram, with different values in the appropriate places, could be used to depict the management

process for downstream ports, as well):

( Analysis & Decision-Making Flow Using an Example of an Upstream Port That May Be Approaching Congastion )
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Diagram 2: Upstream Congestion Management Decision Flowchart

C. Effect of BE Quality of Service on Users’ Broadband Experience

When a CMTS port is in a Near Congested State and a cable modem connected to that

port js in an Extended High Consumption State, that cable modem’s traffic will be designated as
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BE. Depending upon the level of congestion in the CMTS port, this designation may or may not
result in the user’s traffic being delayed or, in extreme cases, dropped before PBE traffic is
dropped.” This is because of the way that the CMTS handles traffic. Specifically, CMTS ports
have what is commonly called a “scheduler” that puts all the packets coming from or going to
cable modems on that particular port in.a queue and then handles them in turn, A certain number
of packets can be processed by the scheduler in any given moment; for each time slot, PBE
traffic will be given priority access to the available capacity, and BE traffic will be processed on
a space-available basis. »

A rough analogy would be to busses that empty and fill up at incredibly fast speeds. As
empty busses arrive at the figurative “bus stop” -- every two milliseconds in this case - they fill
up with as many packets as are waiting for “seats” on the bus, to the limits of the bus’ capacity.
During non-congested periodé, the bus will usually have severa_l empty seats, but, during
congested periods, the bus will fill up and packets will have to wait for the next bus. It is in the
congested periods that BE packets will be affected. If there is no congestion, packets from a user
in a BE state should have little trouble getting on the bus when they arrive at the bus stop. If, on
the other hand, there is congestion in a particular instance, the bus may become filled by packets”
in a PBE state before any BE packets can get on. In that situation, the BE packets would have to
wait for the next bus that is not filled by PBE packets. In reality, this all takes place in two-
millisecond increments, so even if the packets miss 50 “busses,” the delay only will be about

one-tenth of a second.

1 Congestion can occur in any IP network, and, when it does, packets can be delayed or dropped. As aresult,
applications and protocols have been designed to deal with this reality. Our new congestion management practices
will ensure that, in those rare cases where packets may be dropped, BE packets will be dropped before PBE packets
are dropped.
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During times of actual network congestion, when BE traffic might be delayed, there are a
variety of effects that could be experienced by a user whose traffic is delayed, depending upon
what applications he or shevis using. Typically, a user whose traffic is in a BE state during actual
congestion may find that a webpage loads sluggishly, a peer-to-peer upload takes somewhat
longer 1o complete, or a YoIP call sounds choppy. Of course, the same thing could happen to the
customers on a port that is congested in the absence of any congeslion management; the
difference here is that the effects of any such delays a‘re shifted toward those who have been
placing the greatest burden on the netwofk, instead of being distributed randomly among the
users of that port without regard to their consumption levels.

NetForecast, Inc. explored the potential risk of a worst-case écenario for users whose
traffic is in a BE state: the possibility of “bandwidth starvation” in the theoretical case where
100 percent of the CMTS bandwidth is taken up by PBE traffic for an extended period of time.
In theory, such a condition could mean that & given user whose traffic is designated BE would be
- unable to effectuate an upload or download (as noted above, both are managed separately) for
some period of time, However, when these management techniques were tested, first in
company testbeds and then in our real-world trials conducted in the five markets, such a
theoretical condition did not occur. In addition, trial results demonstrated that these management
practices have very modest real-world impacts. To date, Comcast has yet to receive a single
customer complaint in any of the- trial markets that can be traced to the new congestion
management practices, despite having broadly publicized its trials.

Corﬁcast will continue to monitor how user traffic is affected by these new congestion

management techniques and will make the adjustments necessary to ensure that all Comcast HS1

customers have a high-quality Internet experience.
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III. EQUIPMENT/SOFTWARE USED AND LOCATION

The above-mentioned functions will be carried out using three different types of
application servers, suppl;ed by three different vendors. As mer;tioned above, these se&em will
be installed near Comcast’s regional network routers, The exact vlocations of various servers
have not been finalized, but this will not change the fact that they will manage individual CMTS
ports.

The first application server will be an IPDR server, which wiI]Acollect relevant cable
modem volume usage information from the CMTS, such as how many aggregate upstream or
downstream bytes a subscriber uses over a particular period of time.'> Comcast has not yet
chosen a vendor for the IPDR servers, but is in active negotiations with several vendors.

The second application server is the Sandvine Congestion Management Fairshare
(;‘CMF”) server, which will use Simple Network Management Protocol (“SNMP”) to measure
CMTS port utilization and detect when a port is ir; a Near Congestion State. When this happens,
the CMF server will then query the relevant IPDR data for a list of cable modems meetilng the
criteria set forth above for being i;x an Extended High Consumption State.

If one or more users meet the criteria to be managed, then the CMF sérver will notify a
third application server, the PCMM application server developed by Camiant Technologies, as to
which usefs have been in an Extended High Consumption State and whose traffic should be
" treated as BE. The PCMM servers are responsible for signaling a given CMTS to set the traffic
for specific cable modems with a BE QoS, and for tracking and managing‘the state of such
CMTS actions. " If no users meet the criteria to be maﬁagéd, no users will have their traffic

managed,

3 IPDR has been adopted as a standard by many industry organizations and initiatives, such as CableLabs,
- ATIS, ITU, and 3GPP, among others,
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The following diagram graphically depicts the high-level management flows among the

congestion management components on Comcast’s network, as described above:

(Slmplmad Diagram Showing High-tLevel Management Fiows Relavant to the New Pracuces)
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Diagram 3: High Level Management Flows
IvV.  CONCLUSION
Comecast’s transition to protocol-agnostic congestion managément is already underway,
and Comcast is on schedule to meet the benchmarks set forth in Attachment C in order to
complete the transition by December 31, 2008. As described above, the new approach will not
manage congestion by focusing on managing the use of specific protocols. Nor will this
approach use “reset packets.” Rather, t‘he new approach will (1) during periods when a CMTS

port is in a Near Congestion State, (2} identify the subscribers on that port who have consumed a
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disproportionate amount of bandwidth over the preceding 15 minutes, (3) lower the priority
status of thosebsubscribers’ traffic to BE status until those subscribers meet the release criteria,
and (4) during periods of congestion, delay BE traffic before PBE traffic is delayed. Our trials
indicate that these new practices will ensure a quality online experience for‘all of our HSI

customers.
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Basic Glossary

Cable Modem:

A device located at the customer premise used to access the Comcast High Speed Internet (HSI)

‘network. Tn some cases, the cable modem is owned by the customer, and in other cases it is
owned by the cable operator. This device has an interface (i.e., someplace to plug in a cable) for
connecting the coaxial cable provided by the cable company to the modem, as well as one or
more interfaces for connecting the modem to a customer’s PC or home gateway device (c.g.,
router, firewall, access point, etc.). In some cases, the cable modem function, i.e., the ability to
access the Internet, is integrated into 2 home gateway device or embedded multimedia terminal
adapter (¢eMTA). Once connected, the cable modem links the customer to the HST network and
ultimately the broader Internet,

Cable Modem Termination System (CMTS):

A piece of hardware located in a cable operator’s local network (generally in a “headend”) that
acts as the gateway to the Internet for cable modems in a particular geographic area. A simple
way to think of the CMTS is as a router with interfaces on one side ieading to the Internet and

interfaces on the other connecting to Optical Nodes and then customers.

Cable Modem Termination System Port:

A CMTS has both upstream and downstream network interfaces to serve the local access
network, which we refer to as upstream or downstream ports. A port generally serves a
neighborhood of hundreds of homes. :

Channel Bonding:

A technique for combining multiple downstream and/or upstream channels to increase
customers’ download and/or upload speeds, respectively. Multiple channels from the HFC
network can be bonded into a single virtual port (called a bonded group), which acts as a large
single channel or port to provide increased speeds for customers. Channel bonding is a feature
of Data Over Cable Service Interface Specification (DOCSIS) version 3.

Coaxial Cable (Coax): ‘

A type of cable used by a cable operator to connect customer premise equipment (CPE) -- such
as TVs, cable modems (including embedded multimedia terminal adapters), and Set Top Boxes -
- to the Hybrid Fiber Coax (HFC) network. There are many grades of coaxial cable that are used
for different purposes. Different types of coaxial cable are used for different purposes on the
network.

Comcast High Speed Internet (HSI):

A service/product offered by Comcast for delivering Internet service over a broadband
connection.

-Customer Premise Equipment (CPE):

Any device that resides at the customer’s residence.



Data Over Cable Service Interface Specification (DOCSIS):

A reference standard that specifies how components on cable networks need to be built to enable
HS! service over an HFC network. These standards define the specifications for the cable
modem and the CMTS such that any DOCSIS certified cable modem will work on any DOCSIS
certified CMTS independent of the selected vendor. The interoperability of cable modems and
cable modem termination systems atlows customers to purchase a DOCSIS certified modem
from a retail outlet and use it on their cable-networked home. These standards are available to
the public at the CableLabs website, at http://www.cablelabs.com.

Downstream:

Description of the direction in which a signal travels. Downstream traffic occurs when users are
downloading something from the Internet, such as watching a YouTube video, reading web
pages, or downloading software updates. :

Headend:

A cable facility responsible for receiving TV signals for distribution over the HFC network to the
end customers. This facility typically also houses the cable modem termination systems. This is
sometimes also called a “hub.”

Hybrid Fiber Coax (HFC):
Network architecture used primarily by cable companies, comprising of fiber optic and coaxial
cables that deliver Voice, Video, and Internet services to customers.

Internet Protocol (IP):

Set of standards for sending data across a packet switched network like the Internet. In the Open
System Interconnection Basic Reference Model (OSI) model, IP operates in the “Network
Layer” or “Layer 3.” The HSI product utilizes IP to provide Internet access to customers.

| lnfernet Protocol Detail Record (IPDR):

Standardized technology for monitoring subscribers’ upstream and downstream Internet usage
data based on their cable modem. The data is collected from the CMTS and sent to a server for
further processing. Additional information is available at: http://www.ipdr.org.

Optical Node:

A component of the HFC network generally located in customers® local neighborhoods that is
-used to convert the optical signals sent over fiber-optic cables to electrical signals that can be
sent over coaxial cable to customers’ cable modems, or vice versa. A fiber optic cable connects
the Optical Node, through distribution hubs, to the CMTS and coaxial cable connects the Optical
Node to customers’ cable modems.

Open System Interconnection Basic Reference Model (OSI Model):

A framework for defining various aspects of a communications network in a layered approach.
Each layer is a collection of conceptually similar functions that provide services to the layer
above it, and receive services from the layer below it. The seven layers of the OSI model are

listed below:



Layer 7 — Application
Layer 6 — Presentation
Layer 5 — Session
Layer 4 — Transport
Layer 3 — Network
Layer 2 — Data Link
Layer 1 — Physical -

Port:

A port is a physical interface on a device used to connect cables in order to connect with-other
devices for transferring information/data. An example of a physical port is a CMTS port. Prior
to DOCSIS version 3, a single CMTS physical port was used for either transmitting or receiving
data downstream or upstream to a given neighborhood. With DOCSIS version 3, and the
channel bonding feature, multiple CMTS physical ports can be combined to create a virtual port.

Provisioned Bandwidth:

*Comecast-specific definition* The peak speed associated with a tier of service purchased by a
customer, For example, a customer with a 16 Mbps/2 Mbps (Down/Up) speed tier would be said
to be provisioned with 16 Mbps of downstream bandwidth and 2 Mbps of upstream bandwidth,

Quality of Service (QoS):

Set of techniques 1o manage network resources to ensure a level of performance to specific data
flows. One method for providing QoS to a netwark is by differentiating the type of traffic by
class or flow and assigning priorities to each type. When the network becomes congested, the
data packets that are marked as having higher priority will havc higher likelihood of getting
serviced.

Transmission Control Protecol (TCP):

-Set of standard rules for reliably communicating data between programs operating on computers.
TCP operates in the “Transport Layer” or “Layer 4” of the OSI model and deals with the ordered
delivery of data to specific programs. If we compare the data communication network to the US
Postal Service mail with delivery confirmation, the Network Layer would be analogous to the
Postal Address of the recipient where the TCP Layer would be the ATTN field or the person that
is to receive the mail. Once the receiving program receives the data, an acknowledgement is

returned to the sending program.

Upstream:

Description of the direction in which a signal travels. Upstream traffic occurs when users are
uploading something to the network, such as sending email, sharing P2P files, or uploading
photos to a digital photo website.
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1.

COMCAST CORPORATION
NETWORK MANAGEMENT TRANSITION COMPLIANCE PLAN

New Network Management Practices. Comcast is preparing to transition to new, protocol-
agnostic practices for managing congestion on our High-Speed Internet (“*HSI”) network
(“congestion management™). We will complete that transition across our HSI network by
December 31, 2008. We provide more details about these new practices, and detailed
information about some of the hardware and software referenced in this document, in
Attachment B.

Trials. Comcast is currently performing technical trials of the new congestion management

practices in the following communities: Chambérsburg, PA; Warrenton, VA; Lake City, FL;
East Orange, FL; and Colorado Springs, CO. If Comcast management deems it necessary to
conduct additional trials, they will be announced on Comecast’s Network Management Policy
page, located at hitp://www.comcast.net/networkmanagement/.

Benehmarks. Comecast expects to meet the following benchmarks in our transition to the
new protocol-agnostic congestion management practices:

a. October 15,2008. Comcast will have completed installation of the PacketCable
Multimedia and Internet Protocol Detail Record servers, and will have begun
installation of the Congestion Management Fairshare servers. These servers, and
other hardware used for the new congestion management practices, are described in
detail in Attachment B.

b. November 15, 2008. Comecast will have begun commercial (i.e., not trial) “cut-
overs” to the new congestion management practices on a market-by-market basis.
Once the equipment is in place in a particular area, this involves Comcast installing a
software update to our customers® cable modems in that area, launching the software
for the new protocol-agnostic congestion management practices in that area, and
disabling the current congestion management techniques in that area.

c¢. December 31,2008. Comcast will have completed the deployment of all hardware
and software needed to implement our new congestion nianagement practices, and
will have completed the “cut-overs” to the new, protocol-agnostic congestion
management practices. We will also have discontinued the protocol-specific
congestion management practices throughout our network.

-d. January 5, 2009. Comcast will report to the FCC that we have discontinued our
protocol-specific congestion management practices throughout our network, and that
we have completed transitioning to the new congestion management practices.

" Information Sharing. ‘Comeast will take the following steps to provide timely information

to our customers about the transition to our new congestion management practices. We
intend for our disclosures to be clear, concise, and useful to the average consumer.



a. Congestion Management Trials. Comecast already provides information about the
trials of our new congestion management practices on our Network Management
Policy page. Information about any additional trials will be posted there.

b. Revision of Acceptable Use Policy. Comcast will take the following two steps with
regard to revising our Acceptable Use Policy (“AUP”).

i. Comecast will revise our AUP to explain that our network congestion
management practices may include temporarily lowering the priority of traffic
for users who are the top contributors to current network congestion. This
new AUP will be published on October 1, 2008.

ii. By January 1, 2009, Comcast will publish an amended AUP to reflect the
discontinuation of the current protocol-specific congestion management
practices, as well as any other necessary and appropriate updates.

c. Customer Disclosures. Comcast will take the following steps to inform our
customers of the new congestion management practices.

i. Attachment B, detailing Comcast’s planned network management practices, as
filed with the Commission on September 19, 2008, will be posted by midnight
on that date to Comcast’s Network Management Policy web page.

ii. Comcast will, by midnight on September 19, 2008, provide new Frequently
Asked Questions that explain these developments clearly, and will continue to
post on our Network Management Policy web page updated information about
the new congestion management practices.

iii. At least two weeks prior to the first commercial (i.., not trial) deployment of
the new congestion management practices, Comcast will send e-mail
notifications to the primary Comcast.net e-mail address associated with each
customer regarding the new congestion management practices, informing
them of the AUP revisions, and directing them to Comcast’s Network
Management Policy page for FAQs and other information. These
developments will be further publicized through announcements at
http://www.comcast.net.

d. Customer Suppoert. Comcast will also answer customer questions on our Customer
Support Forums page, located at http://forums.comeast.net/, which is available to all
Comcast HSI customers. A link from the Network Management Policy page to the
Customer Support Forums will also be provided,

5. Management Responsibility. The transition to these new practices and the discontinuation
of the old practices is a high-priority effort. The project is being led and overseen at a senior
executive Jevel. The actual engineering and operations work is a joint project of the Office
of the Chief Technology Officer and National Engineering & Technical Operations. In
addition, regular customer communications and messaging are overseen by the company’s
Online Services business unit representatives.

-2-



6. Employee Training. Educational materials about the new protocol-agnostic practices are
being developed for broad distribution throughout the relevant business units in Comcast.
All affected employees in those business units-will receive appropriate training about
Comeast’s transition to the new protocol-agnostic congestion management practices.
Detailed technical customer inquiries about the new practices will be directed to the
representatives in the Online Services business unit who will be trained to deal with such
questions.

7. FCC Notification of Material Changes., Comcast will make supplementary filings with the
Commission as necessary to keep the FCC (and the public) informed of any material changes
in our plans before the transition to protocol-agnostic congestion management is completed
at year-end.
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2001 Pennsyivania Ave,. NW
© Suile 500

Washinglon, DG 20006

202,329.7100 el

202.486.7718 Fax

wnY.comeast.com

(Comcast : R —

January 5, 2009

VIA ECFS

Ms. Marlene H. Dortch

Secretary

Federal Communications Commission
445 12" Street, S.W.

Washington, D.C. 20554

Re:  In the Matter of Formal Complaint of Free Press and Public Knowledge
Against Comcast Corporation for Secretly Degrading Peer-to-Peer
Applications, File No, EB-08-TH-1518

In-the Matter of Broadband Industry Practices; Petition of Free Press ef al.
for Declaratory Ruling That Degrading an Internet Application Violates the
FCC’s Internet Policy Statement and Does Not Meet an Exception for
“Reasonable Network Management,” WC Docket No. 07-52

Dear Ms. Dortch:

In accordance with the Compliance Plan filed by Comcast on September 19, 2008,' and
consistent with the voluntary agreement that Comcast announced on March 27, 2008,> Comcast
hereby notifies the Commission that, as of December 31, 2008, Comcast has ceased employing
the congestion management practices described in Attachment A of Comeast’s filing of
September 19, 2008.”° We have published a revised Acceptable Use Policy
(http://www.comeast.net/terms/use/) and updated our Network Management web page
(http://www.comcast.net/networkmanagement) to reflect the discontinuation of these practices.
We also hereby notify the Commission that we have instituted the congestion management
practices described in Attachment B of our September 19" filing throughout our high-speed
Internct network.! Consistent with our letter of September 19", Comcast will continue to refine
and optimize these congestion management practices to deliver the best possible broadband

! See Ex Parte Letter of Kathryn A, Zachem, Comcast Corp., to Marlene H. Dortch, Secretary, FCC, WC
Docket No. 07-52, File No. EB-08-1H-1518, at 2 & Attachment C, at 1 (Sept. 19, 2008) (*Comcast Disclosures™).

2 See Ex Parte Lette;r of David L. Cohen, Comcast Corp., to Chairman Kevin J. Martin et al., FCC, WC
" Docket No. 07-52 (Mar. 27, 2008).
3 See Comcast Disclosures, Attachment A.

4 See id Altachment B,



Ms. Marlene Dortch
January 5, 2009 -
Page 2 of 2

experience for our customers, and we will continue to provide our customers with clear, concise,
and useful information about the services we provide.

The Internet continues to be an engine for innovation and economic growth. We are
proud to be a leader in bringing broadband Internet to consumers all over the country, serving
some 14.7 million broadband subscribers, and adding fuel to that engine. We will continue to

_work hard to deliver a world-class service that gives all of our subscribers access to the content,
applications, and services that they demand.

Please contact me should you have any questions regarding this submission.

Sincerely,

/s/ Kathryn A. Zachem
Kathryn A, Zachem
Vice President,
Regulatory and State Legislative Affairs
‘Comcast Corporation

cc: Chairman Kevin J. Martin
Commissioner Michael J. Copps
Commissioner Jonathan S. Adelstein
Commissioner Robert M. McDowel!

Daniel Gonzalez Kris Monteith
Dana Shaffer - fan Dillner
Scott Bergmann Scott Deutchman

Nick Alexander
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@omcost, customerCentral

Home i Account & Bilt | Users & Setimgs | IV } tnternct | Votee
L

Cable TV Digital Volce
. 2t

Overvisw Billing High-Spood infernot

Fréqdently Asked Questions about Network Management

Comcasti itted 1o providing the bast onfine expart possitla for 2ii of ita customars. The company uses reasonable
network management practicos that aro consistent with industry . Comcaat mai Bn Use Policy [FAUPTY
located at Mtp 2raww cameast.natliarmwuses for s Comeast High-Speed Inlemet Service cusiomers. The AUP and tiese FAQsS
discuss why Comcast manages its astwork and how it may do so.

The following Fraguenlly Askoed Questions are intenasd fo hatp clarify whal Comeas) means by astwork manegement.

Why dase Comoass manaoe Kenetwork?

H

26t mpnnge 5. netwerk?

Does network management ahangs_eyet time?
How wili the now tacharque work?

Wifl the tachnigue targer PZP or. other.aprlications. or make decisions about the content of my fralflc?

How.dans the naw netwed managemant taphnigws impast me and_my use of the Gomenst High Spaed ntenat service?
Hew oftan does Comezst pxpech to yse Shis Joshnigue?

Can_vou glys.me some 'real werk' ton of how mugh. handwigth, would ke teo mush? Fer
exampie. how many movies wawid | have to downloasi to. w.aflected by this new technique?

How, wift customors know.they. are_being. manogesi?

Doga thix teshi apply to both iat and Residential arovines?

How iz thls announcement.mipled.to.the mcent. 200 GB. monihiy usago theoxhold?,
15 Camoast Digitaf Valce affocted by this techniaue? What about other VoiP providers?
What sboyt Eancast.com aod streaming vidpo,or vidoo siowploade? Whet will happee.te them?2

Reogh Camean bioek pegr:o: {"P2P") sraffic o, izatinng file BitTorrant, Goutella, or othersl

Does Coincost discriminato against poticulac types of onling sontert?
Why does Comeast manage its network?

Comeasl managss its nehwork wilh one goat: ko deliver the best possible brosdband Internet experienca to all of iis customers. High-
spaed bandwith end natwork resources are not uRfimited. Menaging the network is 2esentisl fo promols tha uss and enjpymani of
{he Infernel by Blf of our customors. We use reasonable network management practices thal are consistent with induslry standards.
Wa also try lo usa tools and lachaoiopies that are minimally intrusive. Jusl as the Interet continues [o change and evolve, 5o loo,
wal our aetwork management praclicas 10 addrass the challsnges and threats on the Internel.

Ali Internel service providers need 1o manage lheir astworks and Comcast is no Giferent. In facl, many of them use the same ar
similar lools that Comcast doas. It we didn'l manape our astwork, our customars would ba subject lo the negalive effecls of spam,
yiruses, security altacks, network congestion, and clher risks and degredations of the service. By sngaging in ressonable and
responsible nelwork managemant. Comcast can deliver the best pessible band intemat H to all o its

How does Cemoast manags Its network?

Comcasl uses vanous lools and techaiques fo managn His patwork. dokver tha Sarvice, and ansure complance with the Accepliable
Use Policy and the Comcast Agreemant for Residential Services avzitable af htip: COmMCAR, i Thass tools
and lachniques Bre dynamic, e he network and #s usage. and can and do change frequently, For axample, thaze aolwork
managamant activiliss may includs identifying spam and praventing is delivary to cusiomer 8-mall sccounts, detecting malicous
Intemel kalfic and preventing the distribution of vinisas or alher harmiul code or content and using other tools and lechniguas that
Comcast may be required to implemant in arder lo mest its gost of delivering tha besi possible broadband Intsmet exparience 1o alt
of la cusiomars.

Doos network managoement change over ma?

Yos. The Intoraot is highly dynamic. As the Inlarnet and ralated lechnologies confinue to svolve pnd advance, Camcasi's network
management tools wilt avolva and kesp pacs 50 (hal we can deliver arlv excallent, roliable, and safa onling sxperiance to ait of our
cusiomers.

in March 2008, we announcead fhat by tha end of the yesr, Comcast would swilch to 3 new r;ﬂwor% managemant techniqus for

managing congesfion on Comeast's High Spaed Intemal network. Effeclive Decomber 31, 2008, we have completed this lransifion,
which is now pan of our daily business op i for Ging. ion an our network. {Ses mosa FAQs sboul that in this.

seclion)
How will the new techinique work?
The new network congastion managemenl practice works as follaws:

If & carlain area of the nelwork nears @ slate of congestion, the tachmque will ansure thal all cusiomers have a fair share of eccess
10 the netwod 1 will 1bonlily which cusiomer sccounts aro using the greates! amounls of bandwidth snd their Internet iraffic wil be
lermpocartly managed unli tha period of congestion passes. Customers will siill be abla fo do anyihing they want 1o online, and many
actvities will ba unatectad. but they could sxpbriance things like: longet times 1o downlosd or upload files, surhing the Web may
$28m somewnat slower. of playing gemes ontine may seem somewhal aluggish.

The new lechnique does not manage congsslion basad on the onina aclivilies, protocols or applications & customer uses. rathet it
only focuses on (he heaviest users in real Ume, 80 the pariods of congashion could be vory flanting end sporadic.

It is Important o nole Ihat the stiect of this tachnigue 13 lemporary and it has nothing lo do with aggrogate monihly dete usage.
Rathor. # is dynanwc 8nd basoed on prevailing natwork condilions as well as very racant dats usage.

Will tha technique targat P2P or othor applications, or make daclsions about the contant of my traffic? . .

s

Top Biliing FAQs

* How do ¥ make a one-time payment

online?

1Y I signed up for Comcast's Ecobll

process, how will I ba notified of my

monthly bilt ar that my eblli is

avaifable far viewing?

s How do I cancel automatic
payments?

How do I set up automatic
paymeants?

How do I changa the account that my
Automatic Monthly Payments are
withdrawn from?

¢ CanY manage and pay my bl online?

Do I have to be reglsteréd to make 3
bill payment or view my bilt online?

What if my payment {5 fate? -

-

.

More Billing FAQs

———




No. The new technique i “protocol-agnostic,” which means that ihs sysiem doss not manage congestion based on tha ap

being used by cusiomers. it is content neulral, 5o H does not dapend on the type of conlent thal is generating tralfic congeslion. Said
another way, cusiomer traffic Is congestion-managad nol dased on their applicalions, but based en current network conditions and
recen| byies wransferred by usars.

How doos the new network managemant tachnique Imprct me and my use of the Comcast High Speed Internat kervica?

‘Wikh this now lachnique, most customara will notice no chenge in their Intemet exp The gost of congosli islo
enabis a¥ Ustra ta have accass o a fair share of the network at peak times, whan cong 3 ¥ occurs. G !

¢ locpses on the activity of indtvidi thal are using a disproportionale amount of
bandwidth. As a result, 8nd basad on our technical trials of this techninue, we expact 1hat the large majority of customers wik not be
Bflected by if. in fact, based on consumer deta coliaciad from these Irisls, we found thet on average less than 1% of our high-speed
Intetnst cusiomers ara afiscted by the approach.

How often doss Comeast expnct to use this techniqua?

Based on market tnals conducied this summar. Comcast expacis thet salact portions of the network will ba In & congestad state only
{of relalively smai portions of Ihe day, it al st

’ During thesa trials, Cameast did nol receive a single customer compiaint thal could be iraced to thiz new congestion management
prattice, despite having publicized the trials and notifying customers involvad In The tials via e-mail.

Comeas) will conknue 1o monitor how usor traffic is affacted by these new congestion management lechniques and will make the
acjustmonts rap 2anably necessary to sasurs that our Comcast High-8poed Internet cusiomers have e high-quality onling
expenence.

Can you give me some “res! world™ of how much bandwid P would bo d too much? For
sxample. how mony movies would | huve to download 1o bo Rffacted by this new technlque?

Since the lechniqus is dynamic and works in real fime, the answer really depends on @ number of tactors Inchuding overali usage,
time of dsy and the number of appcalions a customer might be running at the same lime. Fiest. the local network mus! be
approaching 8 congssiad stale for ol new techniqus fo even look for traffic to manage. Assuming that Is the case, customers’
accounts must excesd a cenan pr go of their o (both curvenity set at 70%) bandwidih for longer than a
cartsin periad of ime. curenlly sof at fitoen minvles. °

A significant amouni of normal Intermel usags by our cusiomars does nol last that long. For sxample, maat downloads would hava
complated within that tima, and the majarily of sireaming and downloading whi not exceed the threshold to be eligibls for congastion
management. And the majonty of longer-running appkcations, such as VeoIP, video conferencing, and streaming video conlent
{including HD sireaming on Most sites) will not excesd these thresholds elther.

The point of the tochnigue is lo deliver the best overalt entine axperionce poseidio, The tochnique should help ensure thel ak
customers gaf their fair share of bandwidth resources to enjoy all that the Infernel has fo offer and fhat includes surfing the wab,
reading emails, downloading movies, walching streaming video. gaming or listening fo music,

How will tustomers know they are being managed?
Wa ara exploring ways lo creals naw lools that will let customers know when the managament Is occuring.

We baiave this sart of congestion aotilication should be an Intarnet slandard and have been discussing this issue in fechnical bodies
fike the inlernet Enginsenng Task Forca, Wa believe tha use of Internst Standards for such a ceal-time noliicabion 15 important s
applications devaiopers can wrile for nelwarks bayond the Comcast network. Howaver wa are planning to develop & capabliity that
may enable @ cusiomer 1o 3es ¥ {hay were maneged in the past. ihmigb this is nol ya! ready lor 108kng.

Doas this technique apply to bolth Commorcial and Residontinl services?
Yos
How is ihis announcement rolatod to the rocent 250 GB monthiy usage threshold?

The two are complalaly sepasate and distinet The asw congestion managamant lachnique is based on reel-ime Infermel activily.
The goal is lo avoid congestion aa gur notwork that is being caused by the heaviast users. The techniqus ! differant from tha recent
snnouncament that 250 GBImonth Is the aggregate monihly usage threshald that defines sxcassive use.

Is Comeast Digital Volce affected by this techniyue? Whal about other VoIP pravidors?
Camcesi Digital Voica is s separale facifiligs-based [P phone zervice that is not afiecied by this tachrique.

Comcas! customers who use Vol providars thal rely on dalivering calis over the public Intemne: who ars also using 8

amount of idth during @ period when this network managoman! tachniquo goes Into sffect may expsfisnce »
degladnﬂnn of their calt quality al tmes of notwork congesiion. I is impenant to note, hawever, that VoIP celling in and of isclf dozs
nol use @ signi amount of ; , our real-wortd {ssting of Ihis tachnique did not indicate any slgnificant

chenge in the quality of VoiP calls, even for manaqsd cusiomer traffic during periods of cangestion.

. What abaut Fancast.com and streaming video or video dewnlaads? What will happen to them?

During periods ol congestian, By customers who ars using a di amount of ~ no matter what type of content
of the online acsvily (for exampls, il doas nel maitas if 1he cantent is coming from 2 Comcast owned sile like Fancest.com of not) -
may be affected by this lechnique.

Our technique also has no abilily to delermine the applicalions or prolocols being used of the contant, Seurcs or deslinalion.
Does Comenst block peorto-psor {"P2P"} traffic or applications Hke BltTarrent, Gnutelfa. or others?

No. Comeast does nol black P2P traffic of applications Jike BitTorrent, Gautalla, or others as par of ils cutrent network congestion
management techniquo.

Do=s Comcast dissriminata against particular types of online content?

No. Comest provides s customess with full accasa o all the contant, services, and applicetions thal he Intemat hae 10 offer.
However, we are commiiied lo protecting customers from spam, phishing, and aiher unwanted of hanmful online contanl and
activilies. Comeas) uses indualry slendard tools and genarally accepled bas! prectices end palicies to help it meat this customer
commitment In cases where ihese lools and policies idenify certain onling content as harmiul and unwanled, such as spam or
phishing Web silas, ihis conlent Is usually provantad from resching customers, In othes cases, these tools and policies may permil
customers fo Wenlify certain content that is not cleardy hermiul of unwanled, such as bulk e-mails or Web sites with questionable
sacurity ralings. and ensble those cuslomers lo inspact the confent further if they want fo do 0

Add Comcast Services Faur HinhSnuwd Inbacant © o Pinital itakte oaitat Uniea

Hink Datinittan TV
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comcast.net Acceptable Use Policy
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COMCAST ACCEPTABLE USE POLICY FOR HIGH-SPEED INTERNET SERVICES '

Contents

L. Pronibited Uses and Astivilies

11 Gusiomer Condust and Fratures of the Gecvige

0. Nabwork ¥ y 1t and Limi on Daja Comgumptic .

V. Violation of this Acooptable Use Polny. ' \
Y. Copyright. and Digiral Millsnntem Gopynaht Act Reguitoments

Why Is Comeast providing this Policy to me? . .
Comeast's goal Is to provida ity 8 with Ihe bes! residential cable intemet service possible. in order to help accomplish this, Comcast has adopted this Acceptable Use Palicy {the "Pelicy”). This :
Policy outlinss acceptabie use of the Comeast High-Spesd Intemat servics (ths *Service"). This Pclicy Is in addition 1o any restrictions conlained in the Comeast Ag for Services (tho

" iber Ag ") avai at hue:iwwrw.comeant.nattermstsubscriber/. The Froquently Asked Q (*FAQs") at hitp:/ihelp, Lnet! ncude of how Comcast

Implements and applies many of the provisions contalned In this Policy. All capltalized 1arms used In 1his Policy that are not defined here have the meanings given to them in the Subscrber Agreement,

What obligations do I have unxler this Policy?

AR Comcas! High-Speed Inlernet customers and all others who use the Service (the “customer,” *user,” "you,” or "your"} must comply with this Policy. Your feffure to comply with this Policy could resultin
1he suspansion or termination of your Service account. if you do not agres lo comply with this Policy, you must immadiately stop ail use of the Service and notity Comcast 80 that it can close your -
account

How will I know when Comcast changes this Policy and how do I report viclations of it?

Comcast mey revise this Policy from time lo time by posling a new version on the Wab sie st hitp:/iwwwv.comeastnet! or any successor URL(s) {tha *ComcasLnat Wab site™). Comeast will use
reasonsbls sfiots to make cusiomers awara of any changes to this Policy, which mey include sending e-mail or posting on the Comcasl.nat Web site. Revlsed versions of
this Policy are sffective immadiataly upon pesting. Accordingly, cusiomers of the Comcaat High-Spaad intamst Service shoultt read any Comeast annbuncemants they receive and regularly visi the
Comeast.nat Web site and review this Policy to snsure Ihat thelr activities conform ta tha most racent version. You can send questionavegarding this Policy to, and report violations of it at,
hitpiiteww.co 5. 1vet/| Izontact!. To repor 8 child exploitation incldent lvolving the intemnet, ge lo Wttn:isecunty, Lnstigat: ity-threat-of-
scam.aspxAchikiPornography.

I. Prohibited Uses and Activities

What uses and activities dees Comcast prohibit?

I general, the Policy prohibits uses and activitles nvolving the Service thet ara lilegal, infringe the rights of others, or interfere with or diminish the usa and enjoyment of the Service by cthers. For
ia, these ibited usas and acliviles include, but are not limHed o, using the Service, Customer Equipment, or the Comcasl Equl elther individusty or in ination with one ancthsr, lo:

Conduct and information restrictions

® undenteke or accomplish any unlswhil purposs. This inciudes, but Is pot imited to, posiing, storing, transn g or L T 1, data or matarial which Is Hbolous, obicons, unawful, threstaning or
dsfamalory, or which infringss the intellecius! properly rights of any person or entlty, or which in any way constitutes or encourages conduct that would constiiuta & criminal offonse, or olherwise vialalo any jocsi,
siste, federal, or non-U.8. law, ordsr, o regulation;
® post, skors, sand, tranemit, or disseminate any Information of matsris! which 2 reasonable person could doem to be unlawful,
® upioad, pust, publish, transmit, croate iva worka cf, or distribute In any way software o other matarial oblained through the Service or ive thal is p d by copynght ar
other propriatary right, wilhout obleining any requirad permiasion of tha ownar
teansmit bulk of fy known as "spem;” :
® zend vory large numbars of coplas of the aams or iady similar smply me' or which conlain no subsiantive content, or 3ond vory larpa mesaugos or filas Ihat disrupla & .
38rver, account, blog, newsgroup, chal, of similar senvice;
inillats, pevpelusis, of in any way paiicipate in any pyramid or olher dlegal schems;
psnicipale in the collectiun of very large numbers of 5-mal addresass, screen names, bf ofrer Identifiers of others {without their prior consent), 8 praclice somelimes known a3 spidering or harvesling, or
participale in the use of softwein (incuding “spywars”) designed Lo facitale this aclivity

.o

® collectr from bulk 51 4

® falsify, aller, or remove message headers,

® lalsify roforences fo Comeast or s network, by name or othar identifier, in messages; :
® impersonale any parson or snlity, angaga in sender sddress falslfication, forga anyone else's digital or manus! signature, or pedorm any other simliar frabdulent rciivity (for example, “phishing™); H
® violate the rutes, rapulations, tonms of service, or pokicies agpliceble to sny notwork, server, p sarvice, systom, or Wob slte that you access or use; co

Yechnical restrictlons

Hecoss any other person's compuler of computer sysiem. network, solwars, or daia without bis or har knowledgs and consent; brench tha sacurily of another user or system; or sitemp! 1o circumvant the usar
sushentication or sacurity of any hosi, network, or account, This includes, but is not imiled lo, accesaing data not Intended for you, logging into or making use of @ s8rver or wccount you ars not exprossly
ewhorizad 10 accass, o probing the sacurity of olher hosts, networks, o7 sccounts without axpress penmissien to do s0; -

# usw or distibute 100is or davicas designed o used {or compromising sacurily or whoae use is [ I d, such a3 p [l il P d gatherers, key loggers,
analyzers, cracking tools, packe! anlifers, encryption circumvention devices, or Trojan Horsa Unnuthorzed port ng ia strictly prohibited;

® copy, disinbute, or any prop y sottwars providad In connscilon with tlia Service by Comcas! of any third party, oxcapt that you may make one copy of bach softwars program for back-vp
purposes only;

¥ disWibute programs thal make unauthorizad changes fo software {cracks); L

use of fun dadicaled, stand-slons oquipment or §arvers from ths Pramises that provide network content of sny other sorvicas to anyone oulside of your Pramises local srex nelwork (*Pramises LAN"), atso
commanly referred [0 85 PUBIC services of sarvers. Examplns of prohibiled squipment end servers includs, bul we not kmited 1o, e-mail, Web hosting, flla sharing, and proxy services and sorvers;

38 or 7un programs from the Promisas that provide nstwork content or any ofher servicas to anyone outsido of your Promises LAN, xcepl for personsl and non-commrclal reslderisl uae;

senvica, allar, modidy, or lampar with tha Comcast Equipment or Service or parmit any other person to do ihe same wha Is not authorized by Comeast;

" " Network and usaga restrictions



resisict, inhibit, or othorwise interfere with the abifty of any olher person, regardiess of Intsnt, purpese or knowiadge, 10 Use or enjoy the Service (except for tools for safety snd securily funclions such a3 parental

cantrols, tor sxample), intluting, without limitation, posting or Wansmilting eny informalion or software which contains » wotn, ¥irus, of othar harmiul featurs, of generaling lovels of traffic sufficlent 1o Impede

others' mbility to use, send, or retieve nformalion;

»  resiricl, inhibit, Inlerfere with, of otherwiso disrupt or cause & of Intent, purposa or knowledgs, ko tha Service or eny Comcast (or Comcast supplier) host, servar, backbone
natwork, node or sarvica, or othervdse cause 8 p fon to ey Comcaxt {or Comcast supphar) tadiities used to deliver the Service;

® reselt the Bervice or otherwine maks syaliabla Jo anyons sutside the Pramises the abllty lo use the Sorvice (for exsmple, through wifi or other mathods of networking)., in whols or In part, dirsctly or indieectly.

Tha Sarvice is for parsonal and non-commarcisl residential use only and you agree nol to use the Service for operation as an Intempet sesvice providar or for @ity business entarprise or purposs (whether or not

for profit):
® connacl iha Comcasi Equipment 1o any compular outaide of your Pramises;
» interfere with ing or tel j sorvice fo any user, host or natwork, inchiding, without limitation, deniat of servica aitacks, flooding of a network, overioading u service, Impropar

. spixing and abuslrrm operator privilegas, and attempts to “crash” a host; and
® accessing wnd using the Bervice with anything othar than » dynsmic Intemet Protocot {"1P*) addraas that adhorss to the dynamic host configuration protocsl ("DHCP”). You may not configura the Service or sny
ralated squipmant fo accass or use n statk IP addrass of use sy protocol ofhor thae DHCP untess you ers subject lo & Sarvice plon that oxprdssly permits you fo do so.

II. Customer Conduct and Features of the Service

What obligations do X have under this Policy?

In additian to being responsible for your own compliance with this Policy, you are aiso responsible for any use or misuse of the Service that vioiates this Policy, sven if it was commitisd by a friend, family
member, or gues! with accese lo your Servics sccount. Therefors, you musi take sleps to snsure that olhers do not use your account to galin unautharized accass to the Service by, for example, strictly
maintaining the confidentiality of your Service login and password. In alf cases. you are solely responsibia for ths securily of any device you choose to connect to the Service, induding any dala stored or
shared on that davice. Comeast recommends against snabllng fle of printer sharing unless you do so In strict compliance with all security recommendstions end festures provided by Comcast and the
menufachwer of the applicabls filo or printor sharing devices. Any files of devices you choose to make avallabie for Bhared access on @ home LAN, for ple, should bo p with a strong
password of as otherwise sppropriate.

Rtis also your responsibllity to secure the Customer Equipment end any other Pramises aquipment or programs not provided by Comcast that connect o the Service from exlamal thraats such as viruses,
spam, by nats, and other mathods of Intrusion.

How does Comcast address inapi)roprlam content and transmisslons?

Comeast reserves tha right to refuse to transmit or post, and to remove or block, any information or matarials, In whole of In part, that it, in its sole discretion, desms to be in violation of Sections ) or il of
this Policy, o otherwise harmiul lo Comeast's network or customers using the Service, regardiess of whether this material of its dissemination Is unlawful so long aa it vioiates this Palicy. Nelther Comcast
nor any of its affiliates, suppllers, or agants have any obil to monitor isslons or postings {Including, but nol limited to, e-mall, e transfer, blog, newsgroup, and instent messape transmissions
as wall as matorials available on the Personal Wab Pages and Online Storage features) made on the Senvics. However, Comceast end ifs effillates, suppllers, and apents heve the righl to monitor these
transmissions and postings fram tima 1o ime for violations of this Poficy and to discloss, block, of ramove them in accordancs wilh this Pollcy, the Subscriber Agrsement, and applicable law.

What requirements apply to electronic mail?

. ‘The Seryice may nol bo uged 1o communicale or distribute e-mail or other forms of communications In violsllon of Saction 1 of this Policy. As dascribad bakaw in Saction i of thia Pollcy, Comeast uses
ble natwork mar tools and lechniques o protect customers from racelving spam and lrom sending spem (oflen without thelr knowledge over an infacted nampulor). Comcast's anli-spam
approach is expleined in tha FAQS under the topic “What is Comcast doing about spam?” located at hitpiholp, comeast.peticontent/fan/What-lsC. t-dolnp-about-5pfi .

Comcast is not respansible far deleling or forwarding any e-mail senl to the wrong 6-makl address by you or by somecna aise krying 1o send 5-mall 1o you. Comeasl is also nol }espnnxibln for forwarding
e-mait 5ent to any account that has been suspended or terminated. This e-mall will be setumed to the sender, Ignared, delsted, or storad ismporariy Bt Comeast's 80I8 discretion. In the evant that
Comcast balievas in ifs sole discretion thal any subscriber nama, account name, or o-mal address (callactively, an “identifier”) on the Service may be used for, of Is balng usad for, any misiaading,
Irsudulent, or othsr Improper or #legal purpse, Comcast (i) raserves the right to block access 10 and pravent the use of any of these identifers and (if} may at eny time require any customer lo change his
oc her idantifier. In addition, Comcast may at any time reserva any Identifiers on the Service for Comeast's own purposes. in the event thal s Sarvice account Is terminated for sny reason, ali a-matt
associaled with that eccount {and any Y } witi ba p delaled 55 woll.

What requir apply to instant, video, and audio messages?

Each user is responsible for the contents of his or her instent, video, end audlo messages and the consequences of any of thess Comcast no responsibiiily for the mis-
dakivary, delefion, or failurs to store thess massages. In the even thal a Service account is terminated for any rassnn, & nstant, video, and audic messeges assadeled with Ihal account (and any .

sacondary accounts) wil ba permanantly deleted as well. :

What requirements apply to personal web pages and file storage?

As part of tha Servica, Comeast providas Becess 10 personat Web pages and slorage space through the Personal Web Pages and Online Storage features (collectively, the "Porsonal Web Features®).
You are solely responsible for any infarmation Ihat you or othets publish or siore on the Personal Web Fealures. You ers also responsible for ensuring that ell content made available through the
‘Personal Web Featuras 18 appropriats for thosa who mey have access lo it For exempis, you must take sppropriate precautions o prevent minors from raceliving or accassing inappropriste conlent.
Comeast reservas the righl to remove, block, of refuse to post or store any informalion or materials, In whale or in pan, that it, in Hs sole discration, deems lo be in yiolation of Section | of this Policy. For
purposes of this Policy, *material” refars to ell forms of communications Including text, graphis (including phélographs. Hlusirations, images, gs, logus}, bie p and scripts, video
racordings, and audio recordings. Comeast may rsmove or block content contained on your Personal Wab Featuras and larminate your Personal Web Fealures andlor your use of tha Service it we
determins thal you have violated the terms of this Policy. ’

IIL. Network Management and Limitations on Data Consumption

Why does C: peitsn k?
Comcast manages its netwark with cne goal: to dsiiver ihe best possibl internet axp toallof e High-spesd t th and network F are not h ging
the network is sssentlal a3 Comeas! warka lo promote the usa and enjoyment of the intemat by ali of its cusiomnars. The company uses network g t practices that are with

Industry standards. Comeast tries to use logls and technologies that are minimally Wntrusive and, tn ks iIndepandant judgment guided by Industry axperience, among the best in class. Of coursa, the
company's network mansgement praciices witl change and evolve along with the uses of the Intemst and the challanges and threats on the internel,

. The need 1o engage In network managament is not iimited 1o Comeast. in facl, all Jarga Intems! service providers manage their networks. Many of them use the 5ams or similar lools thet Comcast doss.
It the compeny didnY manags its network, its customers would bs subject to the negalive effscts of spam, viruses, securlty attacks, network congestion, and other risks snd degradations of service. By
ible network Including enforcement of this Policy, Comcas! can deliver the best possible broadband Interne! experianca to aif of s customers. Visit Comeasts Network

gegng in r

Management paga at hiip:/www,comEARL.netiterma/notwork! for more Information.



How does Comcast manage ts network?

Comcast usas various tools and techniquas to manage Its nstwork, dellver the Servica, and ensure compllance with this Polcy and the Subseriber Agreement. Thesa teols and techniques sre dynamic,
like tha network end its usage, and can and do change frequently. For example, these network management aclivities may include (i) Identifying spam end praventing its delivery fo customer e-mall
sccounts, (i) datecting malicious Inlemst traffic and praventing the disidbullon of viruses or other hammiul code or eontent, {iil) tsmporarily lowering the priority of iraffic for users who ere tho top
contributors to current network congestion, and (Iv) using other tools ang technigues that Comeast may ba requiced to Implemsnt In order to mesi its goal of delivering the best possible broadband
intamet experience 1o alt of {5 customsars. .

Are there restrictions on data consumption that apply to tha Service?

The Service s lor p and non r ) uss onty. Th . Comcast reserves tha right to suspend or terminate Service whore dala ption Js not idicola
typical residential user of the Service as determined by the company in its sole discretion. Comeast has established a monthy dats consumption threshold per Comcast High-Speed internet account of
250 Gigabyles ("GB"). Use of ths Servica In excass of 260GB per month s excassive use and is a violelion of the Policy. See the Network Manag pags at hitp:iiwww.comeast.nattermsinatwork!
for more information and 1o leam how Comeast applies this Poficy to excessive use. Common aclivities thal may cause ive date cor In violation of this Policy includs. but ara not limited t,

numerous of continuous bulk transfers of files and other high capacily traffic using (i) fits transfer protocol {"FTP"), (i} pear-to-peer applications, and (1) groups. You must also ensure thal your use
of the Service doss not restrict, inhiblt, inlertera with, or degrade any other parson’s use of the Service, nor rapresent (ss determined by Comcaat in its sols discretion) an overly lerge burden on the
network. In addition, you musi ensure that your use of the Service does not limit or Intestere with Comcast's abilily to deliver and monitor the Service or any part of lts network.

If you use the Service in violalion of the restrictions referenced above, that is s violation of this Policy. in these casas, Comcast may, In its sole discretion, suspand or lar;nlnale your Service account or
raques! that you subscribe (0 a version of the Sorvics (such a5 a commercial grade Internst service, f appropriale) if you wish to continue to usa the Service at higher data consumption levels. Comcast |
may also provide varsions of the Service with different spead and data consumption limitations, among other ct ics, subjact to app Service plens. Comcast's datermination of the dala
consumplion for Service accounts Is final.

IV. Violation of this Acceptable Use Policy

‘What happens if you violate this Policy?

Comcast reserves the right fo suspent or your Service account and terminate the Subscriber Agreement if you violate the terms of !hls.Polcy or the Subscriber Agreement.

How doas Comcast enforce this Policy?

Comeast does nol roulinely monitor 1he activity of individual Service Bccounts for violations of this Poilcy, except for delermining aggregats data Cor pHon in with the data consump
provisions of this Policy. Howavar, in the pany's afforts {0 p e good cit) hip within the Intermet community, It wik respond appropriataly if i b aware of iIneppropriate use of the Service.
Comcasl has no obligation o moniior the Sarvice and/or the network. Howsver, Comeast and #§ suppliers resarve the ribm at any tima lo monitor usage, i and carent In order

1o. among other things, oparate the Service; Idenlify vioiations of ihis Policy; and/or protect the network, the Service and Comcast users.

Comeast praters to inform cusiomers of inappropriate acthvities and give them a reasonabie pertad of ime In which to take comective action. Comcast also prefers to have customers direclly resolve any

- disputes of disagresments they may have with athers, whather customers or not, without Comcast’s intervention. Hawsver, if the Servica is used In 8 way thal Comcast or Its suppliers, [n their sole
discration, betieve vioiates this Policy. Comcasl or Its suppiiers may lake any reaponsive actions they deam undar the dr with or without notlca. Thess actions include, but are not
limited to. temporary or permanent removal of contant, cancsllalion of newsgroup posts, filtering of Infemet i85 and the J diat ion or fermination of ali o any portion of the Ssrvice
{including but not limiled to newsgroups). Neither Comcast nor s effiliates, suppliers, or agents will have any liabliity for any of these responsive actions. These aclions are not Comcast's exclusive
remedias and GComcast may take any olher fegal of technicat actions it deems appropiiate with of without notice.

Comeast reserves the right to invastigate suspectad violations of this Polkcy, including the galhering of information from the usar or users invoived and the complelning parly, if any, and examination of
rmateriat on Comcast's ssrvers and nstwork. During an investigation, Comeast may suspend Ihe account of accounts involvad andlor remove of block materfal that potentlaily violates this Policy. You
exprassly authorize and conaant to Comcast and its suppl P g with {1) lsw Bl itles in the of susp legal end (If) and system adminisirators at other
fntemest sarvics providsrs or olher network or computing faciities In order to enforce this Policy. Upon termination of your Service account, Comcast Is autharized Yo delete eny Fles, progrems, dats, -
mail and other massages associated with your account {and any sacondary accounts).

“The lailure of Comeast or l1s suppliers to enforce this Policy, for whateyer reeson, shall not be construed as a welver of any tht 1o do so at eny timp. You agree thal If any pertion of this Policy is held
invalid or unonforceable, that portion will be construed cunsistan with appiicable law as neary as possible, and the remaining portions will remaln in {ult force and effact.

You agres to indemnity, defend and hald harmiass Comeast and iis effillates, suppliers, and agents apainst all claims and expanses (including reasonsable sttomey feas) resulling from ey vilation of this
Poficy. Your indemnification will survive any tarmination of the Subscribsr Agreamant.

V. Copyright and Digital Millennium Copyright Act Reguirements

What is Comcast’s DMCA policy?

Comcast Is d lo tying with U.S. copyright and retated laws, and requires all customers and users of the Senics to comply with these aws. Accordlngly, you may not store any material or -
content on, or disseminate any material or contont ovar, the Servies (or any part of the Service) In any manner that conslitules an infringement of third party intellectual property rights, including rights
granted by U.S. copyright law. Owners of copyrighted works who befiava that thelr rights under U.S. copyright law have been Infringed may take advantage of certain provisions of the Digital Miflennlum
Capyright Act of 1938 (ihe "DMCA")} lo report afleged infringsments. It s Comcest's policy in accordance with the DMCA and other applicable laws to roserve tha right o terminata the Service provided 1o
Bany customar or usar who is olther found to infringe third party copyright or other Inteliactuat properly rights, Inciuding rapeat infiingers, or who Comeast, In its sole discration, belleves Is infringing these

rights. Comcast may tarminale the Servica at any lime with or without nolica for any affacled customer or user, ?

How do copyright ewners report alleged infringements to Comcast? ©

Copyright owners may report alieged infringements of their warks that are stored on tha Sarvice or the Personat Web Fealures by sending Comcast's authorized agent a notification of claimed
Infingement that salisfies the requirements of the DMCA. Upon Comeast's recelpl of a satisfactory notice of clalmed Intringement for thess works, Comeast will respond expeditiousty lo either directly or
Indirectly (i) remove the allegaedly infringing work{s) starad on Ihe Service or the Personal Web Faatures or (it} dlsable access to the work(s). Comcast wili also notify the affected customer or user of the
Service of the remaval or disabling of access lo the work(s).

Capyright owners may send Comcast a notification of dlalmed infringament to report sifeged Infringements of their works to: R




J. Opperman & M. Moleskl

Comeast Cable Communications, LLC
701 East Gate Drive, 3rd Fioor

Mount Lauret, NJ 08054 U.S.A.
Phona: 888.565.4329

Fax: 858.324.2640

Emall: dmca@eomeastnot

Copyoight ownirs may use their own nolificalion of clelmed infringement form thai satisfies the requirements of Section 512{cX3) of the LS. Copyright Act. Under the DMCA, snyone who knowingly
makes misreprasentations regarding alleged copyright Infringemant may be ieble to Comcast, the alleged Infringer, and the aifecied copyright owner for any damages Incurred in connection with the
remova), blocking. of replacernent of aliegadly infringing mataral. :

What can customers do if they recelve a notification of alleged infringement?

_IFyoureceive 8 ion of alieged ir as above, and you believe in good falth that the aliegadly Infringing works have besn rameved or blocked by mislake or misidentification, .
then you may send a counler netification to Comoast, Upon Gomeast's receipt of @ counter notification hat satisfien the requirsments of OMCA, Comeast will provide a copy of the countor notification lo
the person who sent the originat notification of claimed infringement and will follow the DMCA's procedures with respect to a recaived counter notification. In alt events, you exprassty agres fhal Comcast
wii not be a party lo any dispules or lawsulls regarding alteged copyright infringoment. . .

¥ a nofification of ciaimad infringement has been filed against you, you can file a counter no!fﬂcatlon with Comcast's designated agsn! using the contact information shown above. All counter notificetions
musl satisfy the requirements of Saction 512(g)(3) of the U.S. Copyright Act. .

Reyised and effectiva: Janusry 1, 2008
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Overview Billing High-Spood Internat Cabie TV Digitai Voice

Frequently Asked Questions about the Comcast
Acceptable Use Policy for High-Speed Internet Services

The lollowng Fraguently Asked Queslions are intended (o turther axplain how Comcast uses and onforces its Accoptabls Use
Poticy, in panicuiar the “Conduct end L ié " Comcastis ing thess FAQ# to help you balisr undersiand your
righls and obligolions os & Subscriboer 1o the Comeast High Spesd intemel Service. and 1o heip you undarstand how Comcast uses
this policy 1 praciice

what is.an "Accoptable Use Polisy” and why.fo you haye.one?

ons" ne

Wby dons.it makierwhatkind.of content Ltrapamit or. pest. and why. sre the. “Canduck ang. Inf
brpad and. general?

Won'{ the restrictipns on cendugct and jnfarmation, and Comeast's rght ke anferce them bave.a "ohllling eftaci_on.enilne
communications? Do [ need to worry sbout Comeast monitoring my communioations to sas whoshor | am.akiding by the
Accontable Uze Policy? How dol know.when.or hew Comaass will enforge. these rutex?

Doesn't Comeast have & Iot of discretion in enforving these rules? How do | know Comcast won't come after me it I'm
meroly reporting or Ining about or hateful speach, Yor exatnplo, meroly becavse i am retransmitting it in the
process? What if an organization or parson who doewn't llke me, or d with yo, b that ' violating the
Acceptable Use Policy? What wil) Comcast do?

What if { batieve tho policy shauld be shanged? How can | have input into Comcaat's praoticos?

What is an “Accoptable Usa Policy” and why do you have nna?

An Accaplable Use Palicy is not taw; it's  descriplion of Lhe ganers! ruies of the road for using an lntemat service, in this case the
Comcast High-Bpsed Intermet Service, Usars of any Inlamst servics, Including ths Comcnesl High-Spoad intemesl Sarvics, can afisct
8ach other, other users of the lnlamal, and the “Infrastniclurs”—the network—(hat gives them acasss to the Intemet. Becauss our
Subscribsrs are part of a largor communily of interdependent inlemet usors, Comcast and mosi other intemel service providers offer

Top Billing FAQs

s How do I make o-one-time payment
online?
If I signed up for Comcast’s Ecobill
process, how will I ba notiffed of my
monthly bill or that my ebill is '
avollabie for viewing?

o How do I cancel automatic

payments?

How do I set up automatic

payments?

How do I change the account that my

Automatic Monthly Payments sre

withdrawn from?

Can I manage and pay my biil online?

Do I have to be registered to make a
bill payment or view my blil online?

What If my payment Is late?

Mora Billing FAQs

general guidence on how Subscribaes can and should use our seevicas i 8 law-abiding, courteous way. We also tell our
whal we require of them and sleps wa may 18ko to piect the communily of users !o hsip easure thal evaryone who subscribes fo
e service can ba assured of access e the Internet ihfough 2 safe, sacure, reliable high-quallty network, in the answers o
trequantly asked quastns. balow. Comeasl 8lso describes cur usual practices in more dstail. s¢ thel Subscribers have 8 beller Kea
of whal (o expact from us. *

Why doos it malter what kind of opntant | transmit or post, and why oro the “"Condust and infarmation restrictions" so
broad snd genaral?

There are & number of diffarant kinds of “conduc) and i ictions” in the A Use Policy, and thara are seversl -
diffsrent rorsons for them.

1. Comcaal and its Subscribers must obay 1he lsw, and Comensl has set and enforces carain rules g5 2 resuli:

. Cartain activilies and communications ae inherently ciminal or dangarous, no matisr whare and how thay are
Some ars ing someone’s lie, sncouraging or promoting ofher vialent, itegal
aclivity. pr harassing someans onling.
ce Some aclivilins that may ho seem hermfut al first glance may still be illegal, Including taking someons else's
intellsciual property and vsing or sharing it without permisaion.
3 Soma kinds of communications viclgte othar gensral legal sisndards or rules, for exampls bacause they include

child poraography, are heteful or viclent or are otherwise hamiful lo somoone clso, or bocsuse they are dofamatory
fihey say harmtut and unirue things aboul a person - especially someone who Is not a public figure - that » court
Nnds will damage {hai persor's reputation). :

2 Soms aclivilies are prohibhied bacauss they use the Comeast High-Speed Inlems! Servica to interfers with Comeast's network
or sarvices of the securily of other individusl users.

» Senting spam 13 an example of an activily ibat harms the network and other users, boceuso it can Intertare with
recalpl and delivary of legitimale s-mai) across ihe notwerk and can inferfere with the e-maei accounts of other
usony. . .

» Lacge-scale or aulomaled coliaclion of very farge numbers of e-meit addresses or ofher identitying information may

meke # sasiss for you or someans else to send spem and may promate “Identily theR.”

» For csiminst puposes, sending messages that are disguisad or altered so thel they zppsar to be coming from
soneona of somewhere olse may mnterfara with tha orderly ransmission of information on the Internel. This is often
dona to hide othor criminal activity.

. Sending loo many messages can disrupl a sarvar, newsproup, or olher servics. We have found that sending mors
Ihan 1.000 2-mails in 8 24-hour pariod may atso indlcats thal the sendar’s comguter has been infacted wilh a virus,
and is sonding e-maids wihoul the sendars knowledge. Seo Comcasl's a-mail FAQy for more information on this
and other sacurity lesues, including how to protacl yourself from computer infection end how ia disinfect &
computer.

Wan't the restrictions on conduet and information, and Comeast's right to enforee them hava a “ehifling sffect” on onlina
communications? Do | neod to worry abaut Comenst monkozing my communicetions to see whether | an sbiding by the
Accoptable Use Policy? How do | know whon or how Comaost will onforce these ruten? .

Comcast supports and frea and open icalion among our i and on the inlernel generally, within the
limits of law and public ssfely hel govern all social Interaction. Comcast does not roulinsty monltor the content of customsr
commumcalions, sxcept Io {ake {end larguly securlty lions te protect our customars, for example by

setling up spam flers end detacing virusss and othar maiwars thal may be introguced into our netwosk. Comcast doss, howevar,
raserva the fght to lake action based on alegad violations of the Acceptable Use Policy. Far example, the following are some
situations in which Comeas! might aet, dopending on the circumstances:

A user conlacts us about thrents, snd we roasonebly believe thore may be Immediate danger to 3omeone.




2. law enfoscamant officinis present Comcast with a valld subpoana, court order, of search wamanl.

3. Comcast recolvos ovidonce of proper bgi;l process in connaclion with e civil legal claim (2 subpoans, court order, or
njunction).

4.  We become awars of activities (hal violate tha Accepiable Uss Poficy and are poientially harmiul or legal. In such a case,
where there is no imminent dangar, Comcast notiflos the Subscribor, and works with the Subscriber fo understand and resolve
the situation. . .

5. IfComcastrecerves a claim that o Bubscribor is pasting or rensmitling material that may Infringe somsone blse’s inleliectust
property, Comcast lollows the process esisbished under the Digital Miliennlum Copyright Act thal requires an Internet Service
provider 10 lako down such malerial by ing thal the do sa}, and provides a means for dispulin

iog cloims. (A ary of lha p of hip Digitad Copyright Act is provided by the U.S, Copyright
Office here: hila-iiwww copynghl.govtiegistalionfdmea paf) -

Doovsn't Comcest have a Jot of discration in enforcing thesa rulas? How do | know Conicast won't came after mo i I'm
merely reporting or complaining about indncent or hateful spaech, far e, merely b § wm rat ing H in the
process? What if an organizatian or parson who doersn't like me, or g with me, that I'm violating the
Acceptabla Use Policy? What wilt Comcast do?
Comcast is not an enlorcament agsncy. Comeas| publishes the Acceptable Use Policy so (hat Subscribers Ihemnselves will

. undersiand and adude by Ihe "yules of the road” for using Comcasi’s network and the Comcast High Spesd Internal Service, We
wouid ot conmder legiimaie reiransmission of speach tal might ciherwise yiolals the AUP {for axampie, for aducalional purposos,
for potiticat purposes. of 1o tepor it fo authorities or to Comcast) ta be a viclation of the AUP and would not lake sction agalnst 3
user for 1his kond of iranamission in nearly alt cases. We do nol by 1o invasligate and resolve evesy dispute betwssn or among our
Subscdbars or take cides batwesn . of botwoen Subscibars snd lhird partios. Withoud proper legat process or o
reasonable, independeni beliaf that contem or aciivity is clearly and obviously iflegal. of thal It interferes with othsr vsers of could
damage or disrupt Comcust's network of service offerings, Comcast pratars 10 have disputes and compiainis about alleged viotations
of the Accepiable Use Policy resolved diraclly batwetn or among all inferostoed partiss.

Comonst will act whon it receives appropriale, Iagally sufficient [egal procass (subpoana or courd order, for uxample), and will pemit
disputes batwsan Lsars 1o be settled by them of in the cours ratber than investigating the maxits of conlrasting views, Comacast will
hovrevar, exerciss ils own judgment about when and how 1o aci lo prolact ilself, its Subscribers, and s network from ham ot
liatilily. if necessery.

Finally, Comcast works with its Subscribers to resoive i3sues. When thers is any ambiguity i a situslion; or even in some cases
whate & poticy violation has prolty cloarly taken place, Comcast will nearty always communicate directy with the Subscriber in
question about the siuation. and will provide an opportunity fof the Subscriber to sddrass the problam bafora taking any Indapsndant
sction. While we gonaratly do not look for policy vialations, wa do tespond to Subscriber contems und would make resonable
sfloris 10 invesGgate end reclify any emor in enforcement of tha Acceptable Uss Policy.

What if | bellove the palioy sliould be changed? How can | have Input into Comonst's practicos?

Comeast is constantly irying 1o evolve and Impiove ils policies and praciices. We walcome thoughtfut advice and Inpul from
Subscribsrs and olhsrs who can help us develop mora efisctive, meanlngful, and raspeciful poficies for the uss of Comcast's
network and services. and we will continue fo rovelw blf advice and incorporate suggestions as wa update and revise the Acceptable
Use Palicy from time-lo-lime. You can coract Comenst.
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